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Context 

 

• Central Audit Service: 685 FTE 

• Capacity available for audits: 782.300 hours 

• Servicing all ministries and underlying bodies 

• Three types of service: 

   - Audits on demand (fin, operations, IT, 
   cross-governmental (multiple ministries); 

 

   - Statutory task (e.g. annual statement); 

 

   - Europe (Audit authority European funds). 
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Context: Division of hours 
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Ministry 

Audits on Demand Statutory task Europe 

Hours % Hours % Hours % 

General affairs 0 0% 2.340 100% 0 0% 

Foreign affairs 8.550 20% 34.000 79% 250 1% 

Security and Justice 21.350 52% 20.050 48% 150 0% 

Ministry of the Interior 6.700 15% 35.000 78% 2.910 7% 

Education, culture and science 29.600 45% 34.850 54% 350 1% 

Finance 41.000 32% 83.400 66% 2.100 2% 

Defense 56.775 40% 86.440 60% 0 0% 

Infrastructure and environment 27.200 35% 49.000 64% 900 1% 

Economic affairs 20.970 18% 47.200 40% 49.320 42% 

Social affairs and employment 0 0% 34.750 60% 22.800 40% 

Health, Welfare and sport 13.600 30% 31.000 70% 0 0% 

Cross governmental audits 18.000 100% 0 0% 0 0% 

TOTAAL 243.745 31% 458.030 59% 78.780 10% 



Roadmap towards annual plan 
 

1. Analyzing the (results) and quality of the risk management on 
ministry level; 

» Main policy/operational objectives, activities, processes, legal 
framework etc; 

» Analyze relevant political developments; 

» Analyze ministerial governance; 

» Analyze IT-environment; 

» Identify typical organizational en environmental risks 

 

2. Discuss the results with top management (also with SAI); 

 

3. Identify relevant processes/objects for audit ; 

 

4. Annual audit plan. 
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Results 

 

Risks identified on two levels: 

 

• Cross-governmental (concerning multiple ministries): for 
example PPP, IT-system chains across ministries, shared service 
centers; 

 

 

• On the level of the ministry (Horizontal and cross-cutting): top 5 
risks identified  auditable objects  audits 
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Roadmap towards annual plan 
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1. Cross-governmental risks and theme’s. 4 main theme’s: 

 

• Supervision on public institutions; 

• Chain architecture and governance; 

• Change processes; 

• Dependency on IT-systems. 

 

 

 

  

  

 

 

 



Results 

 

2.  Ministry level (top 5 per ministry) based on following 
categories: 

 

• Strategic risks (political, policy-development, policy 
deployment); 

• Risks regarding supervision and control (Internal control, 
supervision and inspection etc.) 

• Risks in business operations (HR, IT, assets etc.) 

• Risks regarding legality and accountability (integrity, 
fraud, corruption  etc.) 
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Results (example MinFin): 
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Discussion points 

 

• How do you deal with risks that transcend the level of a single 
ministry? 

 

• Cooperation with SAI to identify risks: does it happen in your 
situation? 

 

• How do you make choices regarding planned audits with limited 
capacity? 

 

• Who determines in the end what the main risks are? 
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