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Preparing the Programme for Audit of an Entity

Introduction 

1 This chapter provides policies and guidance on preparing the programme for the audit of an entity. It covers the steps necessary for the development of an efficient and effective audit approach. These are summarised in figure one. The policies and guidance in this chapter have been written so as to ensure compliance with International Standard 300- Planning an audit of the financial statements of an entity. The standard was issued in December 2004.

Purpose of Preparing a Programme for the Audit of Entity 

2. The objective in preparing a programme is to develop an audit approach which will ensure that sufficient appropriate evidence is gathered to support the audit report in the most cost-effective manner. Although this chapter covers each of the steps in the programme preparation process separately it must be remembered that they are all inter-related and that none of them are ends in themselves. Each step should contribute to the overall objective. 

3. The programme preparation process, and indeed the entire audit, is founded on a thorough understanding of the audited entity and its operations. This knowledge of the audited entity use enables the Auditor to: 

· Determine materiality for the audit. Our understanding allows us to make decisions on the magnitude of errors or omissions which might reasonably influence addressees of the audit report; 

· Identify those factors which lead to an increased risk of material misstatement or irregularity. Our understanding allows us first to identify risks at the entity level and then to pinpoint them in terms of their effect on particular audit areas and audit objectives; 

· Prepare an approach which focuses our testing on the specific risk factors while providing an acceptable level of assurance across the financial statements as a whole. 

The diagram in the following page summarises this process.

	Figure One - The programme preparation process for the audit of an entity

 Objective 

To obtain sufficient understanding to inform our determination of materiality, risk and audit approach. 

Understanding the audited entity
· operations and organisation 

· financial reporting requirements 

· regularity and legal framework 

· ministerial/ public interest 

· accounting processes 

· computer involvement 

· control environment 

· analytical review 

· going concern-companies only 

· audit areas 

To determine the tolerable level of misstatement or irregularity.

Materiality 

· materiality by value 

· materiality by nature 

To identify those factors which lead to an increased risk of misstatement or irregularity and controls which reduce those risks?

Risk Assessment 

· entity risks 

· account area risks 

· controls that reduce risk

To prepare an approach that focuses on specific risk factors while providing an acceptable level of assurance across the financial statements as a whole.

Plan Finalisation 

· audit approach to specific risk factors 

· audit approach to other areas 




Understanding the Audited Entity and its Operations

4. An understanding of the audited entity and its operations must be obtained so that an audit approach can be designed which: 

· Is efficient. Resources are targeted on the areas of greatest risk and audit methods are chosen which meet objectives of Internal Audit Directorates at minimum cost; 

· is effective. We obtain sufficient appropriate evidence to support the conclusions and recommendations in the audit report on the financial statements; 

· Adds value. Senior management of the audited entity are offered constructive advice on financial management and control relevant to their circumstances. 

5. Although many of the audited bodies in the public sector share common characteristics each one is unique. Auditors should draw on their knowledge of similar entities to inform the programme preparation process. However, for each organisation, auditors must: 

i. familiarise themselves with: 

· the operations and organisation structure 

· the financial statements of the entity 

· the specific legal and regularity framework 

· the general legal framework governing the  operations of the audited entity; 

ii. understand the accounting systems and processes and the degree of computer involvement; 

iii. assess the overall control environment and in particular the controls to prevent irregularity, illegality and fraud; 

iv. perform preliminary analytical procedures; 

v. Analyse the financial statements into account or audit areas.  

6. The above issues are covered in detail below. All members of the audit team should understand the entity and its operations in order to programme and execute the audit efficiently and effectively. 

Entity Operations and Organisation

	Auditors
	should:

	· understand the objectives of the audited entity and the means by which they are delivered; 

· identify the key personnel and their responsibilities; 

· Familiarise themselves with the organisational and geographical structure of the entity. 


7. Financial statements are reports on the state of the operations of an entity and its performance, whether it is commercial or non-commercial. To understand, interpret and audit the financial statements auditors need to understand the entity. This will normally include considering matters such as: 

· What services does the entity deliver? 

· What is the statutory basis for these services? 

· How are they funded? 

· What is its relationship with other government organisations and public institutions? 

· Is the entity stable or are major changes planned? 

· Who are its customers? 

· How does it deliver its services to customers? 

· How is its performance judged? 

8. Auditors need to understand how the audited entity is organised to inform the risk assessment and to help identify the individuals with whom auditors will be dealing with and with whom they will be working to complete the audit. Matters auditors will need to consider include: 

· Who is the Head or Chief Executive of the organisation, the Head of Finance and budget execution?  

· Who are likely to be the Auditors main contacts in the organisation? 

· Who are the key members of the management team and what are their responsibilities? 

· Is there an audit committee or similar organisation and what is their remit? 

· What is the organisational structure of the entity? Is it centralised or decentralised? 

· What are the principal geographical locations and how are the operations distributed between them? 

9. Information can be obtained: from previous years' standing data; from the audited entity by discussion with management l; from documents such as statutes, policy and procedural manuals, previous internal and external audit reports, budgets, minutes of board meetings, interim or management accounts; and from observation of the entity's activities and operations. It is necessary to stress that all of the information gathering need not be repeated each year. For example, it is not necessary to prepare an organisation chart each year, but merely to update it where post holders have left or new appointments have been made.

Financial Reporting Requirements

10. The financial statements are the focus of the audit and Auditors should familiarise themselves with these statements at the start of every audit. Financial statements are usually prepared applying one of three bases: 

· Receipts and Payments 

· Partial accruals 

· Full accruals. 

11. Matters which auditors should consider will vary depending on the accounting basis for the financial statements but may include: 

· the appropriateness of the accounting policies adopted, by reference to similar entities, financial reporting standards and Treasury pronouncements; 

· the impact of any new accounting pronouncements; 

· Balances requiring significant judgement or estimation by the entity. 

12. Although the form of the financial statements will usually be a matter for the Ministry of Finance to determine auditors should consider the overall clarity of reporting. Where auditors believe that changes could be made that would improve this we should raise these matters with the entity. 

Regularity Framework

	Auditors should understand the regularity framework within which the audited entity operates.


13. Auditors should ensure that they are familiar with all the significant authorities covering the financial activities of the audited entity. This will include: 

· primary and secondary legislation; 

· Rules and regulations issued by a person or entity vested with the power to do so under governing legislation. 

14. The latter may, for example, include conditions attached to a particular grant received from the state or external donors. Where there are any difficulties in interpreting the legislation auditors should consult the audited entity. If they cannot be resolved in this way, independent legal advice should be taken.  

15. Regularity also encompasses compliance with Parliamentary and Ministry of Finance authorities. These will not generally be specific to a particular audited entity and auditors should be alert to them and consider whether they are likely to be relevant to the audit. 

General legal framework

	Auditors should understand the legal and regulatory framework applicable to the entity and its operations, in particular those laws and regulations in respect of which:

	· compliance is a pre-requisite for operation; or 

	· Non-compliance may reasonably be expected to result in fines or damages which would cause significant financial losses or raise questions as to the entity’s ability to continue its operations. 


16. Auditors should familiarise themselves as appropriate with those laws and regulations which provide the legal framework within which the entity operates. Here we are not concerned with the authority for transactions, but with the legal framework which applies regardless of whether the entity is in the public sector. For example: 

· for an  Organisation involved in power generation or distribution, auditors will be concerned with environmental legislation, health and safety legislation as well as  any other legislation applying to the power industry; 

· For the Ministry of Social and Labour, auditors will be concerned with general Social Security and Labour laws that govern expenditure incurred by the Ministry and its subordinate institutions. 

17. This understanding of the legal framework within which the entity conducts its operations is important, since non-compliance with laws and regulations may have financial consequences such as fines and litigation. Auditors can gain an understanding by making enquiries of management, and by using their existing knowledge of the entity's operations and regulatory environment. Also, and as referred to in paragraph 9, documentation of the general legal framework is usually a one -off exercise. As with other "standing" data of this nature, yearly reviews are only necessary (usually by the Director/Head of Sector of the relevant IA directorate) before commencement of the "fieldwork" stage of the audit where there has been a change in the general legal framework.  

Ministerial and public interest

	Auditors should identify the extent of ministerial and public interest in the entity's activities and financial statements.


18. For most areas of the work of internal audit, the audit is conducted on behalf of the State, and through these institutions for the wider public. Some of the organisations audited have a very high profile; others are almost unknown. Although the audit is conducted to the same standard regardless of the interest shown, auditors should be aware of this in programming the audit. A high level of Parliamentary and/or ministerial interest may put pressure on the audited entity and increase audit risk. It will also raise the profile of the audit and increase potential risk to internal audit. Factors which might indicate such an interest include: 

· high level of media comment; 

· Likely privatisation of a significant portion of the operations of a public institution

· Funding of operational projects at public institutions by high profile external donors like the European Union and the World Bank

19. Auditors should also consider whether the level of interest is likely to increase during the course of the audit, for example due to a forthcoming change in status or review of activities. 

Understanding the accounting process

	Auditors should obtain an understanding of the accounting process, usually the top level management information systems, the general ledger and its key feeder systems.


20. Auditors should understand the system for preparing the financial statements, the key systems feeding into the general ledger, and how these relate to the individual balances in the financial statements. Key feeder systems are likely to include: 

· purchase ordering, receiving and processing; 

· payments processing; 

· sales invoicing; 

· receivables and receipts processing; 

· expense accounting; 

· inventory (Stock) and Work in Progress (Trading and manufacturing entities only); 

· fixed asset and depreciation accounting; 

· payroll and personnel processing; 

· Journal (accounting adjustments) processing systems. 

The documentation of these systems should be in a diagrammatic form through a block diagram or a flow chart. The block diagram or flow chart must show the whole of the audit trail and also indicate management and transaction based controls built into the process. If possible, procedures using IT (computer processing) should be denoted using symbols.

Specimen block diagrams/flow charts of the above systems are provided at Annex xxxx. These are of a general nature and should be adapted by audit directorates to meet the special requirements of their entities  

21. Auditors should understand how financial systems use data from non-financial systems and how management controls the entity. It may therefore be appropriate to review any non- financial systems which are fundamental to the entity. This review should comprise the minimum necessary to inform understanding. 

21. Auditors should understand the records and procedures used to identify, record, process, summarise and report material classes of transactions and to maintain accountability for assets. They should distinguish between those material classes of transactions that are processed systematically and those that are not. 

Understanding the degree of computer involvement
	Auditors should review the entity's use of information technology systems classify the degree of computer involvement and assess the complexity of the computer based financial systems.


23. Computer based systems often form an integral part of the financial control and reporting systems used by all sizes of organisations. Auditors should carry out a high level review to determine the extent to which the entity's financial systems are computerised and the degree of complexity in the computer systems. 
After completion of the IT review, the auditor should summarise his/her findings. The summary should include: 

· an assessment of the complexity of the financial systems; 

· an overall assessment of entity risks within the IT environment; 

· an assessment of risks within each application and account area; and 

· For each account area, the auditor’s view on the feasibility of a controls reliant audit approach.

The auditor should summarise the nature and extent of control weaknesses in a short report for the Director of Audit. The auditor should relate identified control weaknesses to their possible impact on the financial statements. Control weaknesses may be brought to the entity’s attention by means of a management letter. The auditor should raise serious weaknesses with the entity at the earliest opportunity. 

24. Where the use of computer based financial systems is minimal, auditors may not need to carry out a more detailed IT review. However, where the use of financial IT systems is significant, and where these systems are important to the processing of transactions or the preparation of the financial statements, auditors should carry out a more detailed review, to identify IT related specific risk factors. 

25. Where a more detailed review of the IT systems is required, auditors should consider calling upon the assistance of an IT audit specialist, particularly where there are developing systems, the use of IT is extensive, or where the computer systems of the audited entity are assessed as being very important or technologically complex. 

Understanding the Control Environment

	Auditors should understand the control environment - the overall attitude, awareness and actions of management concerning the importance of internal control in the entity. 


26. The control environment comprises the conditions under which the entity's accounting process and internal controls are designed and implemented and function. Based on this understanding, the auditors seek to conclude whether the control environment is generally conducive to reliable accounting systems and effective internal control, and determine if specific components increase or decrease the effectiveness of some or all application systems and controls. If, based on this understanding of the control environment, auditors have fundamental doubt about the effectiveness of the accounting system or controls, they should report this without delay to the audited entity and where appropriate the Audit Committee (if one exists). Auditors should also consider whether there is a serious risk to public funds and consequently whether there is a need to undertake a specific investigative (or risk) audit work in this area. 

27. To obtain an understanding of the control environment, auditors need to consider: 

· management's characteristics, philosophy, operating style and commitment to accurate financial reporting; 

· the operating environment and culture; 

· management's commitment to designing and maintaining reliable accounting systems; 

· the ability of management to control the entity:

· the organisational structure of the entity

· methods of assigning authority and responsibility

· supervision and monitoring

· senior management control methods

Controls against irregularity, illegality and fraud

	Auditors should understand the control procedures established by the entity to: 

	· ensure regularity ; 

· ensure compliance with the legal and regulatory framework within which the entity conducts its operations; 

· prevent and detect fraud by management, employees or third parties. 


28. Heads of public institutions have a clear responsibility in this respect. They include responsibility for ensuring that: 

· proper financial procedures are followed; 

· public funds are properly and well managed and safeguarded; 

· assets are similarly controlled and safeguarded; 

· funds are applied only to the extent and for the purposes authorised by Legislation. 

The management more generally have a responsibility to develop and maintain effective controls to prevent fraud and to ensure that when it does occur it is detected promptly. 

29. In order to discharge these responsibilities the Head of the Public Sector Institution must implement effective control procedures. Auditors should document the particular control procedures established in order to ensure regularity, legality, and prevention and detection of fraud. Auditors should then assess whether these procedures are effective and if they are not, consider the impact on the audit plan. A lack of effective control procedures usually indicates increased risk of material misstatement or irregularity. 

Preliminary Analytical Procedures

	Auditors should perform preliminary analytical procedures to assist their understanding of the audited entity and its operations and identify areas of potential risk.


30. The main purpose of performing planning analytical procedures is to identify, and thereby to enable auditors to direct audit resources to, areas of the financial statements where the recorded values may vary from the values that auditors would expect. Analytical procedures may therefore identify specific risk factors at the entity level. 

31. Planning of the audit will usually take place before annual financial statements are available. Accordingly it will usually be necessary to base the procedures upon interim financial statements, estimates or budgets, management accounts, or the prior period's financial statements. 

32. Computer interrogation will often be a useful tool at this stage as well as during the audit fieldwork. Interrogations can be run on monthly or quarterly data as well as the full year data. The use of the technique will depend on entity management providing copies of the computer data in an appropriate format; and the cost-effectiveness of performing such procedures periodically throughout the year. 

33. In general, at the planning stage, relevant manual analytical procedures are likely to comprise simple comparisons and ratio calculations rather than more sophisticated techniques. For example, comparing information for the latest period or budget with prior year accounts and budgets, or with comparable organisations. There may also be scope to consider non-financial data and its relationship with figures in the financial statements. Unexpected variations should be investigated and evaluated in the light of other information identified during preliminary planning. More guidance on performing Analytical procedures is provided in the "Fieldwork" section of the manual.

Audit Areas

	Auditors should analyse the financial statements into audit areas which reflect the classes of assets, liabilities, income and expenditure which have similar underlying characteristics and transaction types.


36. The financial statements must be analysed to facilitate an effective audit. This allows auditors to programme the audit around transaction types and balances which have similar characteristics, are processed in a like manner, and are subject to the same type of controls. The definition of audit areas is a matter for the judgement of the Director but will take into account: 

· the significant transaction types; 

· the accounting and financial reporting process; 

· an assessment of the risk and the likelihood of material misstatement for different transaction types; 

· The control systems operated by the entity. 

The aim is always to strike an appropriate balance between defining too few account areas (in which case we would fail to recognise the different characteristics of transaction streams and tailor the audit  approach accordingly) and too many (in which case the audit would be inefficient).

37. The understanding of each account area should be sufficient to inform the risk assessment and detailed audit planning. As a minimum this will require a clear understanding of: 

· the key components and transaction types included in the area; 

· the underlying accounting processes and controls; 

· the sensitivity of the area. 

Materiality

Materiality by Value

	Auditors should determine materiality and document the reasons and bases on which it is calculated.


38. The concept of materiality is central to the audit of financial statements. It provides a benchmark for determining the tolerable level of misstatement and taken together with risk determines the extent and direction of audit work. 

Financial statements can rarely be absolutely correct and even if this were the case the user is unlikely to require this level of precision. A degree of tolerance in their accuracy is therefore accepted. This tolerance is "materiality" and is defined as: "An expression of the relative significance or importance of a particular matter in the context of the financial statements as a whole. A matter is material if its omission would reasonably influence the decisions of an addressee of the auditors’ report; likewise a misstatement is material if it would have a similar influence".

Materiality affects both the way in which the auditors plan and design their work and how they evaluate and report the results of their work. This section is concerned only with materiality at the planning stage. The impact of materiality on risk assessment is considered in the next section of this chapter and its impact on reporting is considered in the section "fieldwork".

39. At the planning stage auditors are concerned primarily with materiality by value. In determining materiality by value, auditors attempt to assess the highest level of misstatement across the financial statements as a whole that auditors would expect the addressee to tolerate. In doing this, they need to take into account the financial characteristics of the audited entity (the materiality base) and sensitivity (State, parliamentary, media and public interest in the activities of the entity).

40. The base will usually be gross expenditure (or income for revenue receiving bodies). For financial statements prepared on an accruals basis, the materiality base will usually be one of: 

· gross expenditure 

· gross income or turnover 

· Surplus 

· Gross assets

For the accounts of Line Ministries and other public bodies authorised by the State (parliament) to spend budgeted funds, the main focus of Parliament’s attention is likely to be gross expenditure and it is this which will normally be the most appropriate base for setting materiality. Similarly on revenue accounts, Parliament are likely to be most interested in the amount of money collected and gross receipts will generally be used as the materiality base.

The sensitivity of the audited entity's financial statements to public scrutiny is reflected in the percentage applied to the materiality base. The ranges that are normally applied are 0.5 per cent to 2 per cent of gross expenditure/turnover or gross assets and 5 per cent to 10 per cent of average surplus or profit ( for companies only). The lower percentage rates should be applied when the account is judged by the IA director to be sensitive, the higher ones when they are not. Only in exceptional circumstances will it be appropriate for materiality to be set at a level outside the minimum and maximum ranges. The ranges need to be applied intelligently and are no substitute for professional judgement based on a thorough understanding of the entity’s activities 

Two practical examples are given to emphasise the various judgements that are used to determine planning materiality by value. 

	Example One

	Ministry A has budgeted expenditure of 50 million Leks, largely on staff costs, and provides professional support to other government bodies. The department has not changed in size or structure for over twenty years and there are no plans for change. There has been no interest shown by the Parliament, Ministers, individual MPs or the press.

	The Head of Sector  considers materiality in the following range:

	Base
	0.5%
	1%
	2%
	

	Expenditure million Leks
	0.25
	0.5
	1.0
	

	She decides that given the nature of the expenditure and the absence of any special factors the range of 0.5% to 1% of gross expenditure would be appropriate and plans on the basis of materiality of £0.45 million.

	Example Two
Ministry A introduces a major programme of market testing with the expectation that it will reduce to a handful of core staff and commission the majority of its work from private sector contractors. There have been strong objections from the trade unions and these have been taken up by a number of MPs and raised in Parliamentary Questions.

The Director considers that the interest in the entity is likely to be reflected in a higher profile given to the account and decides to reduce materiality to 0.3 million Leks.




 Materiality by Nature

41. Materiality by nature, as the term implies, is concerned with the inherent characteristics of a balance or group of balances rather than just their value. Auditors identify such balances at the planning stage, determine the level of accuracy that they believe the addressees of the audit report could reasonably expect and design our audit tests accordingly. Matters may be material by nature because either there are specific disclosure requirements that demand a higher degree of accuracy than would normally be expected; or there are matters that auditors  know are of such importance to Parliament and Government that they will be interested in misstatements that may be significantly below the quantitative assessment of materiality (materiality by value). 

42. Under the first of these categories could be included, for example: 

· particulars of losses that require separate disclosure; 

· Other balances where the addressee might reasonably expect a higher degree of accuracy such as international subscriptions, specific legal settlements, grants from international donors. 

43. Under the second category auditors need to be aware both of matters   that have generated parliamentary/ministerial interest across a range of bodies and issues that have arisen in connection with the particular entity. In a sense the audit consideration here is an extension of our assessment of the sensitivity of the financial statements discussed above. The main difference is that here the concern is with particular aspects of the entity’s operations and particular balances rather than with the financial statements as a whole.

44. It is not possible to provide a comprehensive list of matters that are likely to be material by nature as a result of parliamentary/ ministerial interest as these will vary from organisation to organisation. However these will arise most often in connection with regularity (non compliance with laws, fraud). Despite this, Auditors should not automatically assume that "regularity" errors are material by nature and should consider each case on its merits.

Risk Assessment

Auditors should use their understanding of the audited entity and its operations to identify specific risk factors taking into account factors relevant at both the entity level and to specific audit areas and audit objectives.

45. The audit approach is designed to reduce to an acceptable level the risk that the audit will not detect material misstatement or irregularity. The decisions on the nature, extent and direction of the audit tests depend upon the assessment of the risk of material misstatement or irregularity occurring (inherent risk); and the risk that the audited bodies controls will not detect such errors or irregularities in a timely manner (control risk).

46. The degree of risk is clearly a matter of audit judgment, but there are two levels of inherent risk that are recognized: 

· Normal risk. Where transactions are systematically processed in the  normal course of operations; where the management and control environment is good and where the nature of the transactions themselves does not lead to an increased risk of misstatement, auditors draw some inherent assurance and reduce the testing accordingly; 
· High risk. For any account areas and objectives where the above characteristics do not apply the auditors take all the assurance they require from our own substantive and controls testing

47. The key features of the audit approach is focus. We do not attempt to apply exactly the same procedures and tests to each entity; we recognize that all entities are different and that our audit should be tailored accordingly. Similarly, for individual entities we do not necessarily apply the same approach, or test in the same depth across all audit areas and objectives. Our risk assessment reflects this, as we do not take a general view of risk across an organisation. We identify: 

· specific risk factors, document the nature of the risks and why we assess risk as high; 

· the account areas and audit objectives affected; 

· Controls that management have in place to reduce the risk. 

48. Although the risk assessment is done during audit planning, the assessment should be reviewed throughout the audit. Changes in the entity's operations and management during the year may lead us to reassess risk. In addition, our audit procedures may identify a level of error which is inconsistent with the initial risk assessment. In either case we revisit our planning assumptions and consider the need for changes in the nature or extent of our audit procedures.

Risk Identification

49. The process for identifying risks should be a continuous one which takes place throughout the planning period. For convenience, there is a distinction made between entity risks (the risks that we identify from our top down review of entities and which may affect a number of different account areas) and account area risks ( the risks that are identified from a detailed review of each account area and those that they arise from associated transaction streams.

Entity Risks

50. The preliminary work on understanding the audited entity and its operations should normally be sufficient to identify risks at the entity level. It is not possible to prepare an exhaustive list of risk factors, but for most organisations, the following factors are relevant for auditors:

a. The overall control environment: in particular management commitment to internal financial control and accurate financial reporting; 

b. Eternal pressures on the entity: where the entity is under heavy external pressure from government, sponsors or customers to achieve particular results risk will generally be higher than in those cases where there is little external interest in the entity; 

c. Experience and competence of staff: risk is normally lower where staff are experienced, properly trained and well supervised. High turnover, lack of commitment to training and poor supervision will increase risk; 

d. Reliability of accounting systems: transactions processed systematically by tried and tested systems will normally be low risk. New systems, systems requiring a significant level of manual intervention or systems that have been added to or extended in some way tend to be more risky; 

e. Stability of the organisation: stable organisations performing the same function in the same way over a number of years tend to be low risk. Major changes through the addition or removal of functions and organisational or geographical restrictions tend to increase risk. 

51. Auditors should always be able to relate risks identified at an entity level to specific account areas and audit objectives. For example, if management are under pressure to meet particular performance targets, specific risk factors may be present in those account areas which are important to the target and which may be susceptible to manipulation. 

52.  Section III, part 6 of the Audit Manual (methodology of risk assessment) identifies the different types of entity risks faced by an organisation. It also analyses, by each class of entity risk, the different circumstances in which these risks could be classified as high or Normal (low to medium). Auditors, based on their understanding of the audited entity, should then seek to identify “high” risks that could have lead to material misstatement or irregularity in the accounts that they are auditing. 

Audit area risks

53. The top-down review of entity risks should give auditors a first indication of the specific risk factors that audit procedures (tests) must address but is unlikely, in itself, to identify all of them. Auditors should, therefore, undertake a more detailed review of each account area to identify risks that may be peculiar to the transaction streams or balances contained in it. Again, it is not possible to provide complete lists of the characteristics that might suggest a higher than normal risk but they are likely to fall into one of the following categories:

· transactions governed by complex regulations. The more complex the regulations the greater the risk of misstatement. This may occur either through a misunderstanding or a misinterpretation of the regulation or through simple error in application. As in all other areas, however, it should be remembered that we are concerned with the risk of material error; 

· services and programmes delivered through third parties. Many audited bodies operate at one remove from the final customer and must work through agents. Where this happens they lose a degree of direct, day to day control; 

· payments and receipts made on the basis of claims or declarations rather than in exchange for goods and services. Verification of the receipt of goods or services will generally be easier than verification that, for example, a claimant meets the criteria specified for receipt of a grant; 

· transactions not in the normal course of operations. Such transactions are by definition generally few in number but may be relatively large in value and therefore often have a material effect. They are prone to misstatement because they are usually processed on an exception basis, frequently by staff unfamiliar with their nature; 

· transactions recording estimates. There will invariably be specific risk factors associated with accounting estimates. The evidence available to support an estimate will rarely be conclusive; the judgements involved will be subjective and there is usually potential for conflicting views; 

· period end adjustments. These generally include characteristics of both estimates and transactions not in the normal course of operations. They carry with them the risks associated with both of these. 

Section V of the manual identifies, for each Balance Sheet and Income and Expenditure account area, the specific risks that auditors could take into consideration when identifying account area risks for the organisation that they are examining. As for entity risks, their understanding of the entity of the organisation will play a major part in identifying only those risks that are relevant ,and  likely to result in material misstatement or irregularity in the accounts. 
Internal Controls that reduce the Risk
	Where specific risk factors are identified by the audit, auditors seek to identify controls which effectively reduce those risk factors.


54. The risk assessment at the entity and account area level will identify specific risk factors which increase the risk of material misstatement and irregularity; and will relate them to account areas and objectives. For each of these specific risk factors we consider whether management have in place internal controls that reduce risk. 

55.  A system of internal control comprises both the control environment and control procedures. The control environment includes management’s philosophy and operating style, the assignment of responsibilities and the policing of control procedures. It is therefore fundamental to the way in which controls operate within an organisation. Where the control environment is weak it is unlikely that control procedures will be effective however strong they may appear on paper.

56. Control procedures are the policies and procedures that management establish to protect against fraud, loss, irregularity and misstatement. They may be preventive or detective in nature. There are a number of different ways of classifying control procedures but for audit purposes they can be described broadly as:

· Management controls: They encompass the high level supervision and review by management. They are generally detective in nature and will include for example management review of exception reports, performance against budgets and the use of professional experts.

· Organisational controls: These controls derive from the way in which the organisation is structured and can be both detective and preventive. They will normally include well defined responsibilities and the segregation of incompatible functions such as transaction initiation, processing and recording. 
· Authorisation controls: These will normally operate at the individual transaction level and will be preventive in nature. Their purpose will be to stop a transaction being processed if it has not been approved at an appropriate level. Good authorisation controls will be specific about who can approve what, the extent of checking required before approval and how the check should be evidenced.

· Operation controls: These are concerned with the completeness and accuracy of processing and may be either preventive or detective. They may include: sequence checking to provide assurance on the completeness of numbered documents; comparison of one set of documents to another (example: purchase orders to invoices); and the use of control totals and reconciliations. 
· Physical controls: These are usually designed to be preventive and include controls over access to assets and accounting records through simple physical measures such as passes and safes but also logical controls such as password access to computer files. 

57. A preliminary assessment of these controls should be made during planning. In practice, this could be done and form part of the risk assessment for each account area. The aim of the account area risk assessment is to identify the specific risks associated with particular transaction streams and balances. By considering the key controls for any account area, the auditors should be able to determine whether there are any controls that reduce any risk factor; or in account areas where there are no specific risk factors, whether there are controls that operate and can be relied upon.

58. To form a view on the existence of controls in individual account areas, auditors will need to understand the main elements of the accounting systems. This part of the work should be covered as part of “understanding the Audited entity”. This would include identifying the main types of transactions, how these are initiated, the documentation and accounting records that support these transactions, and understanding the process which accounts for transactions and allows the financial statements to be prepared. Understanding the accounting system will help us to identify both the risks that transactions are not initiated or processed properly; and the associated controls.

59. The preliminary assessment will focus on key controls - those that are likely to prevent or detect material misstatement or irregularity.  In trying to identify the key controls it is generally best to work from the top down and consider first those controls that management draw their assurance from. This should include both the general controls that cover routine transactions and those controls targeted at particular risks.

60. To assist in identifying key controls, “key Control Identifiers (KCI)” should be used for each significant account area.  These seek to determine the key controls for each audit objective within particular account areas. The KCI’s are for general application. However, when risks peculiar to a particular entity are identified, they should be amended accordingly. 

61. “Walk Through “checks, that is tracing one or more transactions through the accounting system and its controls, may help in identifying key controls. Auditors should perform walk-through checks to confirm their understanding of the controls and provide some indication of how the controls may operate in practice. Walk-through checks can be particularly useful where we are concerned with controls over individual transactions.

62.  In assessing whether a control is likely to achieve its objective, auditors should consider particularly the quality of control. Strong controls are executed independently of the processing procedures (such as those undertaken by management or by comparison with independent information), require collusion to by-pass (particularly those relating to the organisational structure and the segregation of duties), are recorded in documentary evidence, are carried out by qualified staff of appropriate grade, and are carried out timorously.

63. For the specific risk areas that have been referred to under the risk assessment section (paragraph 53), the following are some examples of key controls:
· Transactions governed by complex regulations. The controls might be based on the use of procedural manuals and a detailed management re-performance or review;  

· Functions carried out at a number of different locations. The controls should address risks associated with weaker management control and inconsistencies between the locations. Controls might include budgets and outturn comparisons within each location and between locations and measures to ensure that procedural manuals and supervisory arrangements are followed;

· Transactions based on claims or certificates from external parties. The controls could include established criteria for claims, standard requirements for supporting claims and independent verification;

· Transactions not in the normal course of operations. The control might be the production of exception reports and documented follow-up actions, and senior management/board authorisation

· Accounting estimates. The controls might include management or independent reviews of the basis of the estimates and checks on supporting documentation;

· Period end adjustments carry similar risks to unusual transactions and accounting estimates. The controls might include more detailed checking and management review of supporting documentation.
64. As referred to in the section “Understanding the Entity”, system descriptions would have prepared for specific account areas. These would show the different processing stages, the documents and reports produced or referred to, the checks on accuracy, the key staff involved, and the frequency of processing.  “Walk Through “tests and other procedures would have confirmed whether the controls that we have identified and recorded have been operating as noted.

65. Finally, the auditor should document the results of the preliminary assessment carried out on the identification and testing of key controls at the stage for the preparation of an annual audit of an entity. These should cover:

· An assessment of the misstatements/irregularities that could occur as a result of the risks that have been identified;

· Whether the key controls are adequate to prevent misstatements or irregularities;

· Whether the controls would detect a misstatement or irregularity promptly if one occurred;

· whether the controls are likely to operate satisfactorily throughout the financial period with a tolerable level of control failures

· The likely impact of control failures on the financial statements.

66. The work done on “Risk Assessment “ and “Internal Financial Controls” as referred to above will determine the approach to the audit of account areas as noted in the following section.

Finalisation of the Programme for the Annual Audit of an Entity
	Auditors should design a cost effective audit approach that reduces audit risk to an acceptable level.


67. The  chosen audit approach will:

· Reflect our understanding of the audited entity and its operations

· take account of our judgement on planning materiality; and

· respond to the specific risk factors that has been identified in the course of the risk assessment for each audit objective and account area. 

68. The overall audit objective is to reduce, to less than 5 per cent, the risk of our audit procedures failing to detect material misstatements or material irregular transactions in the financial statements. A cost-effective audit approach is one that achieves this and an optimum mix of the following objectives:

· minimising sampling risk - the risk that audit procedures will fail to detect material misstatement because of drawing a non-representative sample

· minimising audit cost - by achieving the most efficient grade mix and total hours, while taking account of the  overall timetable and potential disruption;

· maximising opportunities for making constructive recommendations to audited bodies on accounting systems and controls; 

· maximising assurance on other objectives ( like good governance) which our audit is not specifically designed to address, but which might cause us to prepare an additional report for the audited entity or other users ( ministers, for example)

Audit Objectives

69. In presenting the financial statements, management are making assertions about the information contained in them and the purpose of the audit is to test these assertions. These assertions are called audit objectives.

70. For financial statements prepared on a cash basis, the following audit objectives  relating to both income and expenditure:

· Completeness- All income and expenditure relating to the audit period has been recorded.
· Occurrence-  recorded expenditure and income relates to the audit period
· Measurement- Income and expenditure has  been recorded accurately

· Regularity- Recorded income and expenditure are in compliance with primary and secondary legislation and regulations that govern the operations of the audited entity

· Disclosure- recorded income and expenditure have been coded and classified correctly in the accounting recorded; and disclosed in the financial statements in compliance with governing legislation and state requirements.

71. For financial statements prepared on an accruals basis, the above objectives would apply to income and expenditure recorded on the Profit and loss account/ Income and Expenditure. However, for Balance Sheet account areas, different objectives apply. These are:

· Completeness- All assets and Liabilities at the end of the audit period have been recorded.

· Existence- Recorded Assets and Liabilities exist at the Balance Sheet date

· Valuation- Assets and Liabilities have been valued accurately.

· Ownership- Assets and Liabilities at the Balance Sheet date are owned by the audited entity

· Disclosure-Assets and liabilities have been disclosed in the financial statements as required by governing legislative and state requirements.

Audit Assurance

72. The audit approach chosen for each account area depends largely on the levels of “audit assurance “that auditors require before they can conclude that the financial statements are free from material misstatements or irregularity. The following page provides a list of these:
· Inherent Assurance (inverse of inherent risk) - This is the probability, without taking into account the effect of the entity’s controls or of substantive procedures (explained below), that the financial statements will not be materially misstated. The assessment will be based on the Auditors understanding of the entity.

· Controls assurance- This is based on identifying high level controls that prevent or detect, on a timely basis, errors which could lead to misstatements in the financial statements or irregular financial transactions, and ensuring that there is testing of those controls.

· Substantive Assurance- refers to the level of detailed testing on account area figures that are necessary (transaction testing, Analytical review). There are three levels  of substantive tests:

· Minimum level of Substantive Procedures. This is the level of substantive procedures that we should perform if we plan to take the maximum controls assurance or if the account area is not material and there are no material risks. If Analytical Procedures are used they will be the comparison type Analytical Procedures. If we use sampling based techniques, we should design our procedures using an "A" factor of 0.7.

· Standard Substance Procedures. This is the level of substantive procedures we should perform if we have not identified risks that indicate potential material misstatement and if the account area being tested is large compared to our materiality and we do not plan to rely on controls. If Analytical Procedures are used they will be of a modelling nature or comparison type. If we use sampling based techniques to perform substantive procedures, we should design our procedures using an "A" factor of 2.0.

· Focused Substantive Procedures. These are substantive procedures that we should perform if we have identified a risk that indicates potential material misstatement and we do not rely on mitigating controls. The tests may be directed towards the particular risks, but should also allow evidence to be collected that there is no material error across the area being tested. If sampling techniques are used, we design our procedures using an "A" factor of 3.0. Generally Analytical Procedures will not be used because the lack of controls implies poor quality data.

73. How the above assurance types feed into the auditor’s decision as to the most appropriate mix of audit procedures required for individual account area is explained in a diagrammatic form through a decision tree. This is reproduced below.

74.  Explanations are required for the different routes in the decision tree model and their meaning: 

· Green – For identified material risks, management have put into place mitigating controls. If those controls have been demonstrated to have operated successfully over the entire accounting period, the residual audit risk will be small, and as a consequence we will need minimum substantive procedures. Where it is possible to adopt the green route through the model, this will usually lead to the most economical audit approach. This is the preferred route

· Amber – Where no specified material risks have been identified, but we consider the account area is significant, then we should seek to establish the existence of high level controls. If there are no such controls, or we choose for efficiency reasons not to test whether they have operated in practice, we adopt standard audit procedures
· Red – If risks are identified that could lead to material error occurring and where we are unable to rely on management control procedures, then we should adopt the red route through the model - Focussed Substantive Procedures.
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Audit Procedures

75. Other than the audit assurance factors that have been discussed above, auditors will require an understanding of the different types of audit procedure that may be adopted if they are to make an informed judgement on the most cost-effective audit approach. These procedures are fully covered in the Chapter on “Fieldwork”. In Summary, the procedures are:

· Tests of Control

· Substantive procedures- direct tests based on statistical or non-statistical samples 

· Substantive analytical procedures- these could be tests of comparison, predictive tests or modelling

· Reliance on the work of others ( For example, the Supreme Audit Institution)

Audit Approach-Summary

76. To summarise all the factors discussed under audit approach:

	For each audit objective where specific risk factors have been identified , auditors should either:

	· rely on mitigating controls and perform a minimum level of substantive procedures; OR 

	· perform focused substantive procedures 


	For audit objectives where auditors have not identified specific risk factors, they should either:

	· confirm the reliability of the relevant accounting systems and controls; and perform a minimum level of substantive procedures; or 

	· perform a standard level of substantive procedures. 


77. There are some general matters that should be borne in mind when finalising the account area plans:

· If reporting deadlines are tight, some of the substantive testing should be performed at an interim period

· The number of operating locations of the audited entity has an effect on annual planning. The larger the organisation, the more likely it is that reliance on controls will be an efficient approach. Also, if the number of operating locations is large, it may be practical to visit only certain locations in a given year and to rotate our visits.  

Prepare a memorandum for the annual audit of an entity

Auditors should summarise the overall programme for the annual audit of an entity in a memorandum describing the scope and conduct of the audit. This document should contain a summary of the scope of the audit and of the programme for the annual audit as well. 
78. The memorandum for the annual audit of an entity (also known as the executive summary) and supporting documents should present an analysis of the main audit areas and a summary of the key decisions taken during the preparation of the programme for the audit of an entity. It should include:

· A summary of the audited entity’s activities and its financial circumstances;

· the effect of the regularity framework on the audit; cross-referenced to the summary of primary and secondary legislation;

· details of any significant facts, events or changes which have taken, or may take place; their likely effect on the entity's operations or environment and on the audit; 

· A description of the scope of the audit and the authority under which it is conducted, the type of account, and reporting requirements. This should highlight any additional work required;

· the accounting principles under which the financial statements are prepared and their acceptability

· sources of funding, financial targets and a brief assessment of the entity's financial situation; 

· planning materiality, cross referenced to documentation setting out the reasons and bases on which it was calculated;

· A summary of specific risks identified, any major problems likely to be met and other items in the financial statements which are likely to require specific attention. This should be cross referenced to the account areas/audit objectives affected and relevant audit programmes

· A brief assessment of the general control environment and mitigating controls, and whether they are to be relied on. This should be cross referenced to more detailed information where appropriate; 

· a brief overview of the audit approach to be adopted, that is to say the degree of compliance and substantive procedures (including analytical procedures);

· Audit proposals for dealing with multi-locations;

· Details of the nature and extent of use to be made of the work to be carried out by internal audit, other auditors and specialists. This should include names of contacts, timing and nature of work; 

· a summary of the key team members and the total budgeted hours and costs. 

79. The planning memorandum provides a basis for regular monitoring of progress by audit management; it helps assistants to understand what is required of them; and it facilitates staff handovers.

Prepare detailed audit programmes

80. When Auditors have determined the audit approach and prepared the audit planning memorandum they must prepare detailed audit programmes. These programmes explain the procedures to be followed by the audit team in order to implement the chosen audit approach.

81. Audit programmes instruct team members on the various tests to be performed for each account area. Section V of the manual identifies the procedures that should be performed for the most important account areas for both Income and Expenditure and Balance Sheet account areas. These, however, must be adapted by audit team members to meet the particular circumstances of the audited entity.

Fieldwork

Introduction 

1. This Chapter provides guidance on fieldwork. It explains the nature of evidence the auditors should obtain when implementing the annual audit plan; it outlines how auditors should perform tests of control and substantive procedures and how they should evaluate, act on and document the results of this work. 

Nature of evidence

2. In the annual audit programme, auditors set out how they propose to obtain the evidence to support the conclusions and recommendations in the audit report. This will normally comprise a mix of control and substantive procedures. The evidence obtained must be both sufficient and appropriate. Sufficiency and appropriateness are inter related concepts which apply to audit evidence obtained from both tests of controls and substantive procedures. Sufficiency is the measure of the quantity of evidence obtained. Appropriateness is the measure of the quality of evidence and its relevance to a particular audit objective. 

Sufficiency of evidence 

3. When the annual audit programme is prepared, an initial assessment is made of what will constitute sufficient evidence. This is derived from the auditors assessment of risk and materiality and the audit assurance model. It is however necessary to remember that this is based upon a number of assumptions that were made before commencing the fieldwork. If when undertaking the fieldwork auditors discover that these assumptions do not hold, for example if new risks are discovered, they should reconsider the amount of evidence that is needed to support the findings in the report.

Reliability of evidence 

4. The reliability of audit evidence is influenced by its source: internal or external; and by its nature: visual, documentary and oral. What constitutes reliable is a matter for the auditor's professional judgement, but in general:

· audit evidence from external sources (for example confirmation received from a third party) is more reliable than that obtained from the entity's records; 

· audit evidence obtained from the entity's records is more reliable when the related accounting and internal control system operates effectively

· evidence obtained directly by auditors is more reliable than that obtained by or from the entity;

· evidence in the form of documents and written representations is more reliable than oral representations; and 

· Original documents are more reliable than photocopies, telexes or facsimiles. 

5. The audit evidence will be more persuasive when items of evidence from different sources or of a different nature are consistent. If there are inconsistencies, then auditors have to decide what additional work is necessary to resolve them.

Obtaining audit evidence 

6. When undertaking the audit fieldwork, auditors may obtain audit evidence from a number of sources and in a number of ways in support of both the controls testing and substantive procedures. The main ways in which they might obtain audit evidence can be categorised as: 

· Inspection: examination of records, documents or tangible assets. Auditors are likely to place considerable reliance on this for both tests of control and substantive tests; 
· Observation: watching a process as it takes place. This is unlikely to provide substantive evidence but may be useful in testing controls that leave no audit trail. However, its reliability is limited because the presence of the audit may influence the way in which the process is undertaken; 
· Enquiry and confirmation: obtaining information from knowledgeable people inside or outside the organisation. Auditors may use this for both controls and substantive testing. Confirmation is a response to an enquiry which corroborates information contained in the accounting records; 
· Computation: checking the arithmetical accuracy of source documents and accounting records. This is a central feature of substantive testing as the auditors create the evidence. This is a very reliable form of audit evidence. 
· Analytical procedures: the analysis of the relationship between items of financial data or between items of both financial and non-financial data. Its reliability as a source of evidence depends crucially on the plausibility of the relationship examined and the controls operated over the data used. 

Audit Testing 

7. The annual audit programme will set out the mix of tests of control, substantive analytical procedures and substantive tests of detail that the Internal Audit Director has agreed will, subject to satisfactory results, provide sufficient appropriate evidence to support findings in the audit report. The programme will be supported by detailed audit programmes specifying the tests required. The following paragraphs (8 to 25) provide a summary of the approach to each of the three main forms of audit testing.

Tests of Control

8. Before relying on controls, auditors should perform tests to ensure that controls being tested: 

· Worked as expected

· Operated throughout the audit period

· Was performed timorously

· Covered all transactions that they were meant to cover

· Resulted in the correction of misstatements

9. This evidence may be obtained in a number of ways. One or a combination of the following methods is appropriate:

· Observation

· Enquiry

· Examination

· Sampling

10. Observation and Enquiry- Observation and enquiry involve observing the actions of staff in their work and/or making specific enquiries of them or management about how their work is done. In order to obtain sufficient evidence, the auditor should ensure that this examination covers all stages at which the control is thought to operate.

11. Positive responses should be sought as to how controls operate, and auditors should avoid leading questions, by asking how procedures are carried out, rather than if they are carried out in a certain way that implies the existence of a control. The auditors should look for inconsistencies in what they observe or are told.
12. Observation and enquiry provide direct assurance that controls are operating only at the time of the observation/enquiry. If controls are found to operate on two separate dates, this will provide some assurance that controls operated between them. However, this is unlikely to cover the whole of the period of reliance (for example, it may cover the period between the previous years audit and the current years interim audit). Observation and enquiry alone are thus unlikely to provide sufficient audit evidence of the satisfactory operation of controls throughout the year.
13. Examination- examination evidence is often obtained in conjunction with observation and enquiry and used to confirm the evidence obtained from observation or enquiry. It might also be obtained for different times within the period of reliance in order to provide assurance about continuous operation of controls.
14. Examination evidence may include walk-through checks; inspection of documents, reconciliations or reports and, on occasions, re-performance of control procedures. In most cases, examination of documents will provide sufficient evidence that a control has been applied. Documentary evidence might include verifying that transactions have been authorised or that reconciliation has been approved, the examination of reports covering management reviews and the action that results and review of documentary evidence that supports reconciliations or the application of controls.
15. Examination of the operation of a control may involve re-performance of the control, especially where the operation of reconciliation or other high level control is not evidenced. This can be the most effective way of confirming the operations of a control and may provide better evidence that a control has been applied than, for example, checks on proper authorisation (a signature does not in itself demonstrate that checks or procedures that should have taken place did indeed take place). In some cases, where the entity does not generate or retain documentary evidence of the operation of a control, re-performance may be the only option.
16. Sampling- Where controls operate over individual transactions, it will usually only be practical and necessary to examine a sample of transactions. Such controls are often only accompanied by evidence that infers their effective operation. For example, a signature may confirm that a price has been checked but it does not in itself provide evidence that the check has actually taken place.
17. The items selected as part of a sample will depend on how the population has been defined. A sample will often be drawn from documents associated with particular transactions, such as invoices or orders; it may also be drawn from other sources of documentary evidence such as documents that address whether particular steps or processes have been completed.
18. In selecting a sample for examination, different documents may be chosen to verify different points in a control process. However, it may be more efficient to use the same documents when controls are related in this way. For example, auditors may check a purchase invoice to a Goods Received Note to verify proper delivery; and the same invoice to the contract or order to ensure that correct prices have been used.
19. Where possible the sample for the compliance testing of controls should be selected on a statistical basis. If this is not practicable, then a quasi-random selection method is recommended. Since compliance testing is intended to establish whether controls operate effectively, the sampling method chosen should not weight the sample towards the selection of higher value items. If samples are selected for both tests of controls and substantive test purpose, auditors should ensure that the objectives of the two types of test are clearly distinguished and that the method of selection is appropriate for both types of test.

Extent of compliance tests

20. A number of factors should be considered when determining both the number of times a control is tested and the nature of the test (for example, whether it is sufficient to examine reconciliation and confirm that it has taken place; or whether the reconciliation should be re-performed). These include:-

· Frequency of the control - the less frequently a control is performed (for example, a monthly reconciliation rather than a control applied to each transaction) the less extensive testing needs to be in order to be satisfied that the control operates. However, where a control operates very few times but covers a large number of transactions or a large part of the period of reliance, auditors may wish to consider the control each or most of the times it operates because of the extent of the assurance provided. 
· Degree of reliance on the control - the more extensive the testing of a control the more reliance that can be placed on it. It follows that, if the auditor is seeking to rely on controls to mitigate specific risk factors, more testing will be required for general controls reliance. 
· Evidence of the operation of the control - if direct evidence of the operation of the control is limited, tests may not provide the necessary assurance. However, if direct evidence is available, auditors may decide to examine a limited amount of evidence. In deciding whether examination of evidence is sufficient, auditors need to consider how confident they are that the evidence demonstrates that the control has been applied. If evidence is insufficient, they might re-perform the control. 
· Continuous operation of control - to ensure that a control operated throughout the period of reliance, tests of controls may be required at different times. 
· Importance of the control - this will depend on, for example, the materiality of the transactions being processed, the complexity of the control, and the volume of transactions. 
· The quality of the control environment - an effective control environment provides a basis for expecting controls to operate throughout the period of reliance. Factors such as, the competence of staff, staff turnover, supervision, segregation of duties and the potential for overriding controls will affect the level of tests that are undertaken. 
· Changes in the accounting system- changes in the way transactions are processed can affect how a control operates and the tests that are needed. 

21. When relying on a control auditors need to decide whether, taking all the various forms of testing carried out on the control together, they have sufficient evidence to provide reasonable assurance that the control operated effectively throughout the period of reliance.
22. Generally, more reliable evidence about the operation of a control can be obtained by re-performing the control, rather than by just examining supporting documents. Testing controls will normally include some re-performance. For example, if a control is applied on a monthly basis, auditors might decide to re-perform the application of the control for one month and examine all the remaining applications of the control for completeness and unusual items. However, if a control is applied more often (say, weekly or daily) detailed re-performance might be made of more than one application and an examination of a judgement sample of the remainder.

Sample Sizes

23. If controls are to be tested through sample testing, the size of the sample will depend on the assurance that is proposed to be taken from the testing. The table below provides guidelines for determining the maximum acceptable level of test deviations for high and moderate levels of planned assurance.

	Type of Control
	Planned Assurance (A) from Controls
	Sample Sizes
	Maximum number of Test Failures

	Mitigates specific risk 

Does not mitigate specific risk
	High (2.3) 

Moderate (1.3)
	50

80

30

50
	0

1

0

1


24. When testing controls auditors should normally plan on the basis that they do not expect to find any test failures but if a single test failure is found the sample can be expanded. This approach is called two-step sampling. The first step involves a sample of 30 (for moderate assurance) or 50 (for high assurance). If no failures are found the objective of the test has been met and no further work is required. However, if one failure is found, a further sample of 20 (moderate assurance) or 30 (high assurance) should be tested. If no more failures are found the objective of the test has been met and no further work is required.

If, however, having taken a further sample, a second failure is found (or, if having found one failure out of the whole of the initial sample it is decided, nevertheless, that it would not be efficient to extend the sample) this will not necessarily imply that no assurance whatsoever can be taken from the compliance testing. In this situation auditors may judge that, in the light of corroborative evidence from other compliance testing, that some assurance may be taken, albeit at a reduced level (example. a moderate rather than a high level of assurance for a control mitigating a specific risk factor).

25. There may be occasions when auditors may wish to adopt different assumptions about levels of test failures or obtain different levels of assurance.  Sample sizes for various levels of assurance under the two step sampling approach are given in the table of the following page:
	Planned Assurance from Controls ( A factor)
	Sample Size
	Maximum number of Test Failures

	0.7
	15

35
	0

1

	1.0
	20

40
	0

1

	1.3
	30

50
	0

1

	2.0
	40

70
	0

1

	2.3
	50

80
	0

1


Timing

26. Compliance tests are often carried out during an interim audit and consequently the evaluation of controls will need to be updated for the period up to the end of the audit period. This is usually done by identifying any changes in the control environment and control procedures and by considering the effect on the evaluation. 

27. In most cases, there will not have been any significant changes in the system of controls. If this is the case and the control environment continues to be effective, the auditors may be satisfied that controls continued to function to the end of the period by examining evidence of the operation of a control or by observation and enquiry. Further re-performance of controls may not be necessary. If tests of control are based on a sample, the auditors may be able to select the sample to cover the whole year. If the sample covers only part of the year, it should be supplemented with other tests of controls for the period to the year.

Assessing the Results of Compliance tests

28. In principle the evaluation of results is simple. If the control operates, the planned level of assurance can be taken. If it does not, auditors need to undertake alternative substantive procedures. It is, however, important that auditors use their judgement in evaluating the results and consider in all cases of apparent control:

· The nature and cause of the failure. This will help to identify the potential impact of the failure and therefore the additional procedures that will need to be completed. For example it may be that the failure can be isolated to a particular location, time or other set of circumstances. In such cases provided auditors can satisfy themselves that they can identify all similar circumstances, the testing can be targeted to those areas and assurance can be taken from controls in others;

· The possibility of compensating controls. Auditors may have identified a control as key where there is in fact higher level or compensating controls that operate in the event of a failure. For example they may have identified a failure to check and authorise an invoice for payment at a supervisory level but then find that all such "unauthorised" invoices are identified during processing and subject to checking at a higher management level.

· The impact of the failure on the initial risk assessment and other sources of audit evidence. Auditors would have made a preliminary assumption on inherent risks. Any test failures should cause them to look again at this assumption. Where they find significant breakdowns in the general system of control they should consider the implications for the entire audit approach and in particular the reliability of management representations. 

29. The results of all compliance tests should be clearly documented showing:-

· What work was carried out when and by whom

· Which documents were examined, which procedures were observed and which staff interviewed

· What control failures were identified, how these were investigated and the impact of these on the planned level of assurance;

· Where appropriate the additional procedures undertaken as a result of the control failings;

· Any recommendations to management resulting from the audit work; and

· Conclusions on the extent of reliance to be drawn from compliance tests. 

Substantive Analytical Procedures
30. Analytical procedures (AP) is the term applied to a variety of techniques used by the auditor to study relationships between data and to test whether they are plausible. The data may be non-financial as well as financial and may arise from external as well as internal sources. In broad terms, AP's may be described as the process of looking at figures to see if they are consistent with the auditors knowledge of the client and its business.
31. The use of AP's is based on the assumption that there are relationships between items in the accounts and between items in the accounts and non-financial data. It is also assumed that these relationships may be expected to continue, or at least that the auditor will be able to reflect any changes in them.
32. Specific techniques that could be classed as AP's include:

· Study of changes in relation to a given account balance with that of the previous accounting period to check that the current years figure is plausible;

· Comparison of financial results with expected values ( budgets);

· Study of the relationship of account balances over time;

· Simple computations or series of computations that lead to an estimate of a given account balance, item or element; and

· The study of relationships between financial and non financial information

33. In every case, there is an account figure to be audited. The essence of an AP is the use of additional information in the construction of an expectation value for this account figure. This has to be supported by a criterion for how closely that expectation is realised, and the different courses of action to be taken according to whether the criterion is met.
34. When APs are used substantively, the aim is that they should provide some or all of the substantive assurance that the account is free of material misstatement.
35. There are major advantages in using AP to obtain substantive assurance. They are often capable of providing substantive audit evidence more cost-effectively than tests of detail. Indeed, there are some situations (such as the audit of the completeness assertion) where tests of detail are incapable of providing the audit assurance sought, but where APs can be effective.
36. Furthermore, use of substantive AP's may enable the auditor to offer added value to the client, by making recommendations based on the understanding of the business arrived at in the course of performing the AP. Information gained in the course of performing a substantive AP is also likely to be of value in the effective planning of the audit in subsequent years.

Types of Substantive AP

37. In broad terms there are two types of substantive AP:

· Comparison type AP's, generally using only a straightforward comparison involving the account figure being audited and one other piece of information;

· Modelling type AP's (also known as predictive AP), where an expected value is computed for an account balance and then compared to the actual balance that is being audited.

38. Comparison AP's involve comparison of the audited body's financial statement figures with comparable prior year figures, and with reliable budgets and forecasts. Other possible comparisons might involve examination of financial and non financial ratios such as comparison of credit sales to debtors, cost of sales to creditors, cost of sales to stock. These might be compared to values in prior years, or with appropriate data relating to broadly similar organisations. 

39. Modelling AP's in principle can provide high levels of substantive assurance. Possible applications include:

· estimation of payroll expenditure in terms of known pay awards and numbers of staff in various grades; and

· Estimation of sales income from data relating to sale structure and sales of different types of goods and services.

40. Before either type of AP can be used to obtain substantive assurance, auditors must decide on the level of variance (between recorded and expected value) that would be "acceptable" to reach the conclusion that the account area figure was not materially misstated. This is explained below

Expectation and recorded value

41. The auditor will need to decide how closely the expectation value should match the value recorded in the accounts. The expectation value should be calculated, or at least a range within which it is expected to lie should be set, before the auditor knows what value has been recorded in the accounts. In this way, the danger of subconscious bias on the auditor’s part will be averted.
42. When only minimum substantive procedures are required, there is no requirement to adhere to a specific formula in determining an acceptable limit to the difference between expectation value and recorded value; the auditor must consider all the circumstances of the audit in judging what is appropriate. However, the annual audit plan must make clear the limit above which such differences will be further investigated with the audited body.
43. When a standard level of assurance is sought from a substantive AP, it is necessary to relate the acceptable limit on the difference to the chosen planning materiality. The formal definition of this limit, known as the tolerable difference for the AP, makes clear the essential link to materiality and is calculated as materiality multiplied by the account area value estimate and divided by the materiality base.  This formula is to be used by the auditor as a guideline to arrive at a decision as to whether the account area figure is materially misstated or not. However, the auditor must always take into account the total set of available evidence.

Factors influencing the effectiveness of a substantive AP

44. The main factors leading to an effective substantive AP are:

· The quality of the auditor's judgement and skills. The auditor needs to have a good general awareness of the history of a particular audit. This should lead to a quick appreciation of major errors and inconsistencies in account figures. 

· How clearly the auditor understands the clients business. A good understanding of the client’s business can be both a precondition for, and a product of, an effective AP. The auditor’s knowledge of the client’s business, and appreciation of the relevant relationships between appropriate financial and non-financial variables, has to be incorporated into the construction of the AP.

· The extent to which disaggregated data are available. Where there are identifiable distinct groups, it is desirable to have separate data for each group. This will enable separate comparisons to be made for each group and help to identify unexpected movements for each group.

· Periods to which data relate. It is useful to have monthly rather than merely annual data for variables likely to be used in an AP. Seasonal patterns can be investigated, and there is less danger that erroneous data for an individual month would remain undetected.

Structure for performing AP

45. The methodology for performing analytical procedures is summarised below, with brief explanations. It is applicable for both comparison and modelling type of AP.
· Identify the factors affecting an audited figure. The auditor’s knowledge of the business should ensure that the main factors affecting the account variable being audited are recognised at the outset.  

· Ensure that suitable data are available.  There must be no suspicion of bias in the data and the data must be sufficiently accurate for the use for which they are to be put. 

· Develop an expectation value for the audited figure. The sources of the data must be carefully considered. Ideally, the account variable to be audited should be derived from a completely separate and independent source from that used to generate the variable(s) from which the expectation value is to be calculated. If data from the same source are used, there is a danger that the auditor will incorrectly take assurance from the AP when material misstatement is in fact present. 

· The expectation value will not normally exactly match the value recorded in the account. An essential element in the process is therefore consideration of what range of values for the recorded value would be regarded as acceptable. For example, in an audit of income, the auditor may have been informed that rates have risen by 5% since the previous year and that the level of activity is more or less unchanged. At the planning stage, the auditor might expect income to lie between (say) 103% and 107% of the previous year’s figure. If in the event it proved to lie outside this range, an explanation would be sought from the audited body. 

· Anticipate management explanations for excessive differences. Frequently there will be a need to ask management to explain unacceptably large differences between expectation and recorded values. Auditors should anticipate a range of different explanations that might be offered. Research shows that they will then be in a better position to seek appropriate further information, clarification and audit evidence.

· Compare the expectation value with the audited value. This step should be only a formality, once the form of the AP, and the criterion for deciding whether the expectation value is sufficiently close to the recorded value, have been determined. 

· Ask management for explanation of excessive differences. This applies particularly where a high level of substantive assurance is being sought from the AP. Auditors should also anticipate the explanations that are given and what further questions this might raise. 

· Test the explanations against suitable independent evidence. Enquiries must be made of members of management who have responsibility for the area concerned. These can often be persons outside the finance function. The idea is to have the explanations by people in a position to know the answers. The auditors should generally use open questions and avoid asking leading ones ( for example, "What factors have affected sales this year?" rather than "Why are sales up by 8 per cent this year) The explanations should be documented, with a note of who provided the information.  

· (If necessary) revise the assumptions and repeat the process. Management explanations, if suitably corroborated, could well cause an auditor to review the assumptions underlying a substantive AP. As a result, the form of the AP itself might change, and a new expectation value would be calculated. It would not be unusual to go through several cycles of this process before arriving at an audit conclusion.  

· Reach a conclusion as to the reasonableness of the audited figure. In most cases, the auditor should be able to calculate the value of what audited figure should be that is acceptably close to the value recorded in the financial statements. In these situations, therefore, the auditor is able to take the planned substantive assurance.

· In exceptional cases, the auditor may remain unable to calculate a satisfactory value of what the audited amount should be, but may still judge that, in the light of the amount and quality of other audit evidence, material misstatement is very unlikely to be present. It may be necessary, in such a situation, to resort to another method of gathering the necessary substantive assurance. The diagram in the next page presents the above steps in a diagrammatic form.
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Tests of Detail

46. Where auditors plan to test an audit objective using detailed tests of individual transactions, they should identify the relevant population and:

· Apply and appropriate sampling technique to select items from the population and examine supporting evidence for those items; or

· Examine supporting evidence for the entire population.

47. Auditors will rarely be able to obtain sufficient appropriate evidence in respect of each audit objective through tests of control and analytical procedures alone. Therefore, tests of individual transactions will normally have to be performed, except for the completeness objective. As mentioned before, Substantive AP is appropriate to provide assurance under this objective.
48. Tests of detail involve obtaining evidence about all, or a sample of, transactions in a population. Auditors might, for example, test all transactions when they perform focused substantive procedures and have pinpointed a specific risk factor to a small population. Similarly they might test all transactions where, even without specific identified risks, the total population is small. Where it is not feasible or cost-effective to test all transactions in a population, a sampling approach should be adopted. Guidance on this, together with further guidance on 100% testing is provided below in the section on sampling.
49. For all tests of detail, auditors should state clearly:

· the objective of the test

· what constitutes a material misstatement

· the population to be covered

· the source from where the sample is selected and the procedure for reconciling the sample to the population

· the method of selection adopted for sampling.

Sampling

50. Before embarking on any form of sampling for tests of detail auditors should, establish a listing of population items for each financial statement objective in each account area. This listing will form the sampling frame from which transaction samples will be extracted.
51. This listing will normally be derived from the audited body's accounting system, usually a transaction history file. However, as part of the planning process auditors should also have a good understanding of the client’s other business information systems, in particular where these are independent of the accounting system. This is because these systems could provide a suitable listing of population items from which to sample against certain specific risks (The fixed Asset register, Stock Inventory).

Statistical sampling

52. The most commonly used sampling methods in connection with tests of detail are:- 

· simple random sampling; 

· stratified random sampling; 

· monetary unit sampling (MUS); and 

· two stage sampling. 

53. The main characteristics of simple random sampling is that all transactions have the same chance of being included in the sample. A high value transaction is no more likely to be selected than one of low value, one with low risk of error has the same chance of inclusion as a high risk transaction. While the method is more straightforward to apply than stratified sampling and MUS, its application to sampling for tests of detail is generally restricted to situations where both the values and the risks associated with the transactions making up the account area are believed to be fairly homogeneous.
54. The extrapolation of results from simple random sampling does not in general lead to significantly biased estimates of total population error. On the other hand, results can be subject to considerable variation, depending, for example, on how many high value transactions are sampled. Where either monetary values or assessed risks of error vary widely between transactions, alternative sampling methods are usually preferable.
55. Stratified random sampling is an extension of simple random sampling, in which the population is first divided into discrete bands, or strata, each being fairly homogeneous with respect to value and risk. Sampling, usually simple random sampling, is then carried out separately in each stratum, but more intensively in some strata than in others. The use of 100 per cent testing in one or more strata is not precluded. 

56. Monetary Unit Sampling (MUS), as its name implies, is a statistical sampling method in which a high value transaction is more likely to appear in the sample than one of lower value. It is a particular case of the statistical technique of probability proportional to size (PPS) sampling. Where the strata in stratified sampling are based on book values, and appropriate sampling fractions are used in each stratum, stratified sampling can produce results which are broadly similar to those obtained from MUS.
57. Many variants of MUS are used in audit. It is more widely used than simple random sampling because it is usually more efficient, in the sense that the margins of uncertainty in the estimates of error are generally narrower with MUS than those based on a simple random sample of the same size. However, the calculations needed as a preliminary to carrying out MUS are liable to be cumbersome, unless they can be computerised.
58. In most audit applications of MUS, a 100 per cent probability of selection is attached to transactions in excess of the Average Sampling Internal (ASI), which is defined as the ratio of the total book value in the account area to the sample size.

Non-Statistical sampling

59. Where it is not feasible to carry out statistical sampling, auditors should aim to imitate an appropriate statistical sampling process as closely as possible. Simple random sampling will only infrequently be the process to be imitated. Furthermore, if it is not possible to carry out statistical sampling, it will almost certainly not be practicable to imitate MUS.
60. However, it may be possible  to carry out a process similar to stratified random sampling, which may in turn, if appropriate strata and sampling fractions are selected, approximate MUS. Judgement must be applied to decide whether there are particular high risk or high value transactions for which 100 per cent testing should be carried out .
61. It is usual to test all transactions with a value greater than the ASI. Below this limit, it is unlikely that there would be enough information to justify the creation of more than two strata. If, as will usually be the case, there is  enough information to determine the mean transaction value ( average), after excluding items subject to 100 per cent testing, the two strata could comprise values above and below this mean. It is recommended that approximately twice as many transactions should be tested in the higher value stratum. This rule of thumb will almost invariably imply testing a considerably greater proportion of transactions in the higher value stratum.
62. If reliable estimates exist amount the total value of transactions above and below the mean, these should be used to determine the proportion of transactions relating to the two strata that could be tested. In general, after excluding the items subject to 100 per cent testing, about two thirds of transactions will be below the mean value and one third above.

100% Testing

63. In most cases 100 per cent testing of an account area is impracticable on cost grounds. However, in some instances auditors may be able to identify a relatively small group of transactions which are sufficiently important that a misstatement in any one of them would have serious implications for the account area. This might apply, for example, to any transaction whose value was in excess of the planning materiality.

64.  Auditors may also wish to carry out 100 per cent testing when the results of the first phase of testing suggest that unexpected errors may be present in a precisely defined group of transactions, such as those authorised by a particular individual between specified dates. The 100 per cent testing would be applied only to the identified group of suspect transactions. Auditors can also use 100 per cent testing to audit a group of transactions within an account area which they believe have either a particular sensitivity, or a particular risk.

Two stage Sampling

65. A two stage sampling approach is required if transactions are processed or accounting records are held at a number of locations in such a way that auditors cannot directly extract a sample from across the entire population. In most cases, the locations are too numerous for it to be practicable to visit them all.
66. In these cases, the sample should be drawn in two stages. The locations to be visited should be selected first; and then the sample drawn for the transactions to be tested at each location. When selecting the locations to be visited the auditors should adopt a stratified sampling approach, but MUS and simple random sampling may also be used. The strata may be based on number and value of transactions passing through each location, or on the levels of risk attached to them.
67. For the evaluation of test results using this sampling approach, auditors should consider the misstatements identified at each location, and the combination of test results from all locations visited.

Evaluating the results of sampling tests

68. Where financial misstatements (or errors) are identified, auditors should consider whether the errors are systematic or random.
69. Systematic errors are those which can occur only in closely defined circumstances, and which affect only a small proportion of transactions (all errors identified relate only to transactions processed manually and not where applications are computerised). When a systematic error is discovered, it may be possible to carry out 100 per cent testing of the transactions which could have been affected by an error of the type identified. When this is done, these errors become known errors and extrapolation of test results then become unnecessary.
70. Random errors are those which could also have occurred in any of those transactions which were not sampled for testing. For example, if a transcription error were discovered in a transaction on a manual accounting system, it would be necessary to assume that the same type of error could in principle have affected any of the non-sampled transactions. We must therefore extrapolate all random errors over the entire account area, in order to estimate their total affect.
71. In case of doubt, an error should be treated as random, and therefore extrapolated over the whole of the account area. Failure to follow this procedure carries the risk that material error may go undetected.
72. The sum of the two types of error described above, namely the extrapolated random error and the systematic errors (also extrapolated if 100% testing has not been done) is known as the estimated Most Likely Error (MLE). It can only be an estimate as sampling errors have been extrapolated across the population for the whole account area.
73. It is not sufficient merely to calculate the most likely error. Senior management of the audited body, other users of the financial statements, and indeed internal auditors would want or even demand to know the effect of these errors on the account area as a whole and whether the figures are materially misstated or not. Therefore, it is essential, whenever sampling is done, to estimate the likely error in the population that has not been tested. This measure of sampling uncertainty is called Precision.
74. An estimated figure for Basic precision should be set at the planning stage whenever "sample" tests of detail are contemplated for any account area.  Basic precision is set at 85-90% of the difference between Planning materiality and the MLE. The MLE would normally be based on the results of the previous period's audit. If this is the first audit being undertaken, or the results of the previous years work is not consistent with the auditors knowledge of the audited body, MLE should be estimated at 10-15% of materiality. 

Calculating projected error- statistical and simple random sampling

75. The sampling random error(s) identified should be projected across the whole population tested. The projected error for the population tested is calculated using the MUS (monetary unit sampling) method. The main principle underlying the MUS evaluation method for projecting random errors is the assumption that, where financial error is detected in a transaction from statistical sample, the error has affected each 1 LEK. For example, if a 10000 LEK invoice is found to be overstated by 1000 LEKS, each 1 LEK of the transaction is regarded at 10 per cent in error, or "tainted". The individual taints from the sample are then used in calculating the projected error.
76. Suppose that 100 transactions are tested and that this is the only error found, i.e. there is one taint of 10 per cent (0.1) and 99 taints of zero. In the sample, the average taint is therefore 0.001 or 1 part in 1,000. The MUS evaluation method of estimation of the MLE applies this same proportion to the entire population. The method therefore calculates projected error by one of the two equivalent formulae:-

Formula 1 

Projected error = average taint x population book value

OR
Formula 2
Projected error = sum of sample taints x ASI

Where the average sampling interval (ASI) is the ratio: (population book value/sample size).

77. Where simple random sampling has been used for tests of detail and where an estimate is needed of the monetary error from the results of this sampling, then the MLE estimator will be the same as that applicable under MUS, namely the sum of taints multiplied by the ASI. Where we have decided to apply simple random sampling rather than MUS, provided that the population values are not unusually heterogeneous, we should evaluate the sampling results on an MUS-type basis, leaving the MLE unchanged, but increasing the precision by 25 per cent. This is discussed further below.

Interpreting the results of sampling 

78. Once the projected and known errors are calculated, as explained in paragraphs 70 to 74 above, the two are added together to determine the total MLE for the transactions tested. To the MLE is added the precision, reflecting the estimate of errors in the population that has not been tested. The planning precision figure should be used if MUS was used for selecting the sample. The total of MLE and Precision is called the Upper Error Limit (UEL).  Where simple random sampling rather than MUS has been used, provided that the population values are not unusually heterogeneous, auditors should evaluate the sampling results on an MUS-type basis, leaving the MLE unchanged, but increasing the precision by 25 per cent. 
79. In practice, where sampling has been used for checking transactions in more than one account area, the MLE 's for each account area are added up to arrive at an overall MLE for the whole of the financial statements. To this overall total is added Precision to determine the UEL for the whole of the Accounts.
80. The UEL is compared to Materiality. The planning figure for Materiality can be used unless the base figure used for estimating materiality at the planning stage is significantly different from the outturn figure ( as a general rule, a variation of +/- 10% is  considered significant).
81. Three scenarios can arise when UEL is compared to materiality, planning or outturn. These are:

· UEL does not exceed materiality

· MLE exceeds materiality

· MLE is below but UEL is above materiality

82. In the first case, auditors can reasonably conclude that no material misstatement is present and therefore no additional work is required. In the second case, auditors cannot say with certainty that material misstatement is present but there are grounds for suspicion that it is. Further work to confirm or refute these suspicions is required. In the third case, since the MLE is below materiality, material misstatement has not been shown to be present. However, with UEL being above materiality, there remains a significant possibility that it is present. In this case, auditors will need to carry out further work to remove the ambiguity.
83. The second and third cases referred to above are called "unacceptable" results. When faced with this situation, auditors should:

· Consider whether the assumptions made during planning of materiality and risk remain valid. As both are based on judgements made, it is reasonable to conclude, if UEL is only marginally higher than materiality, that we could accept a marginally higher level of materiality.
· Check whether some of the errors found are systematic and not random. If this is the case, no inference can be drawn about the existence of these errors across the population at large. Therefore, projection of these errors can be narrowed down to a narrow class of transactions, reducing UEL.

· Persuade the audited body to amend the financial statements, definitely for known errors but also for projected systematic errors. If this happens, the adjusted errors should be deducted from MLE, thereby reducing UEL..

84. If after following the above steps, results still remain unacceptable; auditors will need to obtain additional evidence, either through additional sample testing or analytical procedures. Additional testing will generally make the estimation of the error in the account more precise. The UEL in particular can normally be expected to fall.
85. Where additional sample testing is considered necessary, sample sizes should be increased applying the following formulae:

	     Increase to Sample Size = ([A]/[B]) where 

     [A] = achieved UEL - (1.5 x achieved MLE) which will be greater than
[B] = desired UEL - (1.5 x achieved MLE).


The increase in the sample size is therefore in the ratio of [A] to [B]. For example, if [A] is 1.2 times [B], an extra sample of 20 per cent of the size of the original sample should be drawn.

Combining results from sampling and substantive analytical procedures
86. Analytical procedures are an "all or nothing" procedure. That is, if a calculated difference is below the planned tolerable difference, then auditors can take the full planned assurance. However, if the calculated difference is greater than the tolerable difference we cannot take any assurance from the analytical procedure and we must perform alternative substantive procedures to obtain the necessary audit evidence. In combining the results of analytical procedures with the results of sampling, then, the only evidence from analytical procedures which we need to consider is that which has provided the planned assurance.

Determining the sample size

87. The final section under “Tests of Detail" considers how sample sizes should be determined. Precision naturally improves (that is become smaller, since it is a measure of uncertainty in the estimate of error) as sample size increases. The necessary sample size, however, depends not only on the planning precision set by the auditor, but also on the level of assurance (as measured by an assurance factor) to be taken from the sample testing. Sample sizes should therefore be set applying the following formulae:

Planned sample size = Population x Assurance Factor
                               
Planning precision

88. In this formulae, by "population" is meant the set of transactions for which the total level of error is to be estimated. It excludes areas to be 100 per cent tested, or to be tested by techniques other than sampling. Where, stratified sampling is to be used, the formulae should be applied to each stratum. The term "assurance factor" refers to the level of assurance required from sampling, which in turn depends upon how much assurance is to be obtained from other sources. The assurance factors to be used are described in the "Annual Plan" section of this manual (see Decision Tree).
89. The above formulae is primarily intended for use where auditors plan to employ Monetary Unit Sampling (MUS). In general, this method is to be preferred, where it is practicable, to simple random sampling. However, there remain some audits where in practice only simply random sampling, or some attempt at a non-statistical equivalent, would be feasible. Use of this formula in these situations will result in too small a sample size to produce the desired precision, so we will need to increase the sample size. 
90. Auditors should exercise judgement in applying an increase to the sample size where they have to use this form of sampling because MUS is not feasible. As a general rule, sizes should be increased by at least 10% for statistical reasons.
91. The calculation of planned sample sizes allows sampling and testing transactions to begin before the total population becomes known at the end of the account period. If any of the assumptions about the population change significantly, for example if the materiality base changes by more than 10 per cent in either direction, Auditors will need to change the sample size to achieve the planned level of audit coverage.

Audit of Accounting Estimates

92. Accounting estimates are approximations of the amount of an item in financial statements in the absence of a precise means of measurement. They are associated with accounts prepared on an accruals basis. An example is a provision set up for the recovery of Debtors.
93. The following approaches should be adopted for auditing accounting estimates:

· review and test the process used by management to develop the estimate; 
· use an independent estimate for comparison with that prepared by management; 
· review subsequent events. 

94. These approaches reflect the three general audit approaches explained earlier, namely to test controls, perform analytical procedures or to perform tests of detail. The three approaches are explained in greater detail below.
95. The steps involved in the review and testing of the process used by management to prepare estimates are:

· evaluation of the data and consideration of the assumptions on which the estimate is based; 

· testing of the calculations involved in the estimate; 

· comparison, when possible, of estimates made for prior periods with actual results of those periods; and 

· Consideration of management's review and approval procedures. 

96. Auditors may make or obtain an independent estimate and compare it with the accounting estimate prepared by management. When using an independent estimate, auditors generally evaluate the data, consider the assumptions and test the calculation procedures used in its development. It may also be appropriate to compare independent estimates made for prior periods with actual results of those periods. 
97. Transactions and events which occur after the period end may provide audit evidence regarding an accounting estimate made by management or the directors. The audit review of such transactions and events may reduce, or even remove, the need to review and test the process used to develop the accounting estimate or to use an independent estimate in assessing the reasonableness of the accounting estimate.
98. Auditors should use their professional judgment to evaluate the results of these procedures. This work will often lead to a difference between the estimate of the amount best supported by the available evidence and the estimated amount included in the financial statements. Auditors must determine whether such a difference requires adjustment. However, as with substantive analytical procedures, a difference would be considered to be reasonable if the amount in the financial statements fell within a pre-determined range of acceptable results.

Investigating Errors and Control Failures

99. All errors or control failures are of interest and it will never be sufficient just to class them as immaterial or merely to include them within our overall evaluation without first understanding how and why they occurred. Without this understanding, not only will it be difficult to estimate the impact upon the financial statements but more importantly, it would not be possible to:

· Advice the audited body on the significance of the error or failure and if appropriate offer them constructive recommendations as to how their systems and procedures could be improved; 

· Consider properly the implications for the audit. Only a full investigation will enable the auditors to judge whether the error or failure should cause us to reconsider, for example, the risk assessment or the reliability of management representations. 

100. It is important that all identified misstatements and control failures are pursued at  

the time of discovery so that management can take any remedial action promptly and that there is sufficient time to change audit procedures if this proves necessary.

Updating the Audit Plan

101. The audit plan is based on the evidence available and assumptions made at a particular point in time. Therefore it is only valid as long as the assumptions made at the planning stage hold. Auditors should not follow it slavishly if circumstances change.
102. The plan is based on an assumed level of misstatement (error) or control failure. Audit procedures may need to be revised if the results of testing indicate a higher than expected level of misstatement or control failures. These are not, however the only circumstances in which we should consider revising our plan. Each member of the audit team has a responsibility for considering the implications for the audit of:

· Information obtained at the client which although not directly obtained from the audit procedures may indicate risks that are not identified at the planning stage. This may for example come from discussion with the clients staff, documenting evidence obtained which was not directly related to the item being tested or just from observing the clients operations while at their premises; 

· Information obtained directly from third parties or from press or Parliamentary comments. Irregularities at entities are commented on in the press and raised in parliament. Auditors should always consider the implications of these for the audit. 

103. The audit plan should be flexible. At each stage of the audit, auditors should consider whether the planned approach remains appropriate and monitor any major events which may require a change to the plan such as a change in the services provided by the client or the volume and nature of their expenditure or income.

Documentation of Fieldwork

104. The audit working papers provide an important record of the work that has been done; they help individual auditors ensure that they have completed all the work necessary; they provide the evidence to back up the conclusions reached and allow review of the audit work to be carried out.
105. The papers recording the fieldwork, should as a minimum show:

· that all the audit procedures in the plan have been completed or that justification and approval has been given for any departures; 

· the results of the audit procedures; drawing out clearly any misstatements, irregularities or control weaknesses identified; 

· that all misstatements, irregularities and control weaknesses have been investigated and as necessary discussed with the audited body 

· any matters that are unresolved or that should be notified to the audited body

· The conclusions the auditor has drawn from the fieldwork, the judgments made in reaching these conclusions and the reasoning underlying them. 

106. All correspondence with the client should be retained, together with notes of meetings. Wherever possible the latter should be agreed with the client.
107. The acid test for good documentation is that an experienced auditor with no previous connection with the audit should be able, without difficulty, to ascertain the evidence gathered and understand and support the conclusions reached.

FINAL AUDIT REPORT
Introduction 

1. This chapter provides guidance on completion of the audit. It outlines how auditors should report their results in the final audit report and describes the format of the final audit report.

Meeting the Reporting Standards 

2. To conform to the reporting standards, the final audit report should have the following features.  

	The final audit reports should be:

	Accessible
	The report should be simple to be easily accessible to the addressees. The language used should be as clear and simple as possible.  When specific technical terms, abbreviations or acronyms are used, these must be carefully defined in a separate glossary.



	Accurate
	The report should be based on sufficient, relevant and reliable evidence.

The audit scope, methodology, procedures and findings should be accurately described.

Any inaccuracy in the audit report may create doubts on the validity of the whole report, or distract attention from important issues. 



	Comprehensive
	The report should include the information necessary to understand the conclusions reached.  



	Objective
	The audit report should be “independent, objective, fair and constructive”.

The impact of an audit report is significantly higher when the audit evidence is presented in an objective and impartial 

manner.  The existence of any conflict of interests with the audited entity may create suspicion and may affect the credibility, the independence and the objectivity of the audit reports, of the auditors involved and of the audit institution itself.



	Credible
	The audit report must be persuasive and credible. The information presented must be sufficient and relevant in order to convince users that findings are real,  the reality of the findings, conclusions are reasonable, and that implementing the recommendations would be beneficial. The audit report should include only findings supported by sufficient and relevant evidence. The audit opinion must be supported by evidence justifying the conclusions reached.



	The final audit reports should be:

	Clear
	The auditor will ensure that the opinion and findings are expressed accurately and without possibility of misinterpretation. The auditor therefore uses standard phrasing with a generally accepted content and meaning.  The report should have a logical structure.  The facts and conclusions should be presented accurately. Adequate headings make reports more accessible and easier to understand. Tables, graphics and diagrams may be used to summarise complex information.



	Concise
	The audit report should be concise and should contain only the issues relevant to the audit purpose, without including non-significant details that may affect the accessibility and the credibility of the report.



	Competent
	The audit report should be drawn up in a way that reflects the competence and professionalism of the auditors and the quality 

of the audit activity performed.




The Contents of the Audit Report 

After completing each audit, the auditor prepares a written report in an appropriate form. Generally, the audit report should include the following basic elements:

· A title page, including Internal Audit Department, the title of the audit report (including the name of the entity), the audit year, and the date of the report
· General Introduction

· Executive summary including key recommendations

· Audit findings found in current audit which were not discovered in previous audits

· Annex A – Detailed Audit Findings

· Annex B – Follow up of previous recommendations

· The auditor’s signature (an audit report must be signed on behalf of the institution).

General introduction

The report includes a statement on the aim of the audit, the audit time it took to conduct the audit and whether there where circumstances of re-examination or special investigations. This section should also contain a chapter on the co-operation that the audit team received while carrying out the audit.

Executive summary

This section should contain:

· a summary of the key risks identified and how they were addressed during the audit;

· an brief summary on the overall audit approach and the balance between tests of control and substantive testing;

· a brief summary including the most important findings, conclusions and recommendations and the management’s response (other findings would be included in Annex A); and

· a brief summary of the client's operations and purpose, together with a summary of the regularity framework within which the client operates;

· an acknowledgement on the entity’s co-operation on the audit carried out.

Audit Findings found in current audit which were not discovered in previous audits

There might be events where the current audit has picked up new findings which were not discovered in previous audits. This section should report on such findings and describe the circumstances with suitable recommendations.

Annex A – Detailed Audit Findings

This section should include audit findings and should follow the structure described below:

· Audit Finding;

· Implication;

· Recommendation;

· Level of Priority;

· Entities Response; and

· Timetable for implementation of recommendation. 

Audit Findings

This section should highlight the audit finding and how this was discovered. This section should start with those audit findings which are significant. The audit findings should be written in simple and plain language, logical, factual and accurate.

Implication

This section should spell out the implication of the audit finding and its impact if the audit finding is not implemented.

Recommendation 

The recommendations should be logically based on the findings and implications.  The recommendations should be constructive. They should focus on undertaking the specific and significant actions aiming at rectifying the problem issues found (such as actions to improve the operation of the internal control system) and to improve the overall economic and financial situation of the audited entity. 

Recommendations should be specific.  They should state what needs to be done (referring to causes); why it needs to be done (referring to effects); where it needs to be done; when it needs to be done; how it is to be done; and who should do it. Being specific is helpful to the entity and helps the auditor to monitor whether they have acted.  For instance, recommendations should be specific about the system that needs to be improved and the objectives of the change. If there is a clear solution to the problem identified, the auditor will recommend it and, should alternative solutions exist, they will list them and indicate the advantages and disadvantages of each of them.

Recommendations should be feasible. The auditor should consider any financial, legal or policy constraints. The auditors should also consider why the managers did not previously resolve the problem and the impact of solving the problem on other parts of the entity’s activity.

The auditors may draw up a list of recommendations, under a table form.  They should distinguish recommendations with a financial impact, and recommendations without a financial impact.  They should be set out in order of importance. They should be clearly linked to the related findings and implications.

Level of priority

This section should be the auditors view on ranking the audit findings into High, Medium and Low based on impact of the audit finding. This will provide an indicator to management of the entity on the impact of the audit finding. Those that are High risk need to be addressed by Management of the Entity almost immediately; Medium and Low priority audit findings could be implemented over a longer period with mutual agreement between auditors and management of the entity.

Management’s response

This section should include the management’s response to the audit finding and the recommendation. In order for this response to be included in the Final Report, auditors will need to discuss and agree earlier draft reports.

Timetable of implementation of recommendation

This section would include a comment on the time period it would take for the recommendation to be implemented by the entity. This would often be an assessment that the entity’s management make based on the level of priority that the auditor has given to the audit finding (see above level of priority section).

Annex B – Follow up of previous recommendations

This section would pick up the issues raised in previous audit reports and report the action taken by the entity management to address the audit finding.

The suggested structure for this Annex would be:

· Audit Finding;

· Recommendation;

· Management’s response;

· Agreed timetable for implementation of recommendation; and

· Action taken by entity to address the audit finding.

· Impact on audit findings not actioned by management of the entity.

Audit Findings, Recommendations, Management’s response, Agreed timetable for implementation of recommendation

These sections would be from pervious audit reports. 

Action taken by entity to address the audit finding

This section would report on the actions taken by management of the entity to address previous audit findings.

Impact of those recommendations not actioned by management of entity

This section would consider the impact of recommendations not addressed and those that are significant will need to be included in the current audit report.

The auditors signature

The audit report will be reviewed, approved and signed by the Director responsible in the division.

REVIEW OF AUDIT WORK AND QUALITY CONTROL
Introduction 
1. This chapter provides policies and guidance on the review of audit work. It covers the internal audit unit reviews and the quality control that GDIA carry out. The objective of the policies contained in this chapter is to ensure that our audit work supports the reports that are issued. The policies and guidance in this chapter have been written so as to ensure compliance with International Standard 220 – Quality Control.

 Review by Internal Audit Units

2. This paper covers the following aspects of audit work review: 

· The objective of audit work review; 

· The principle of review; 

· Review and the audit quality assurance process;

· The responsibilities for review; 

· The Head of Sector’s review 

· The Director’s overall review; and  

· Quality Control review.  

The objective of audit work review

3. Audit review is a quality control process that ensures that more than one level of judgment is brought to bear on the work carried out and the conclusions reached. The overall objective of the review process is to check that the appropriate audit opinion is being given on the financial statements by confirming that: 

· an audit plan has been prepared that takes account of risk and materiality based on an understanding of the audit client and its business(es). The plan sets out how and when the audit will be conducted; 

· the fieldwork has been performed in accordance with the approved audit plan; 

· the planning assumptions remain appropriate, taking account of any significant events occurring after the approval of the plan; 
· all material or potentially material matters or issues arising during the audit have been satisfactorily addressed; and 
· the audit has been carried out in accordance with Auditing Standards and the legislation applicable to Internal Audit. 

The principle of review

4. All audit reports, working papers and other communications of substance are to be reviewed by someone other than the person who prepared them (the preparer). 

Review and the audit quality assurance process

5. Review is only one aspect of the audit quality assurance process. Direction and supervision are equally important elements in securing audit quality and all three are closely linked. 

6. Direction involves ensuring that all members of the audit team have the appropriate skills to undertake the assignment, are aware of their responsibilities, the nature of the client’s business and accounting and auditing issues that may arise. Audit planning is an important means of providing direction to audit staff. Directors play a key role in the development of the plan and are responsible for the approval of the audit planning strategy prior to the commencement of audit work. 
7. Supervision includes considering the progress of the audit, ensuring that the audit work is being carried out in accordance with the audit plan and that significant issues arising during the audit are being addressed. 

8. Effective direction and supervision will help to ensure that quality is built into audit processes from the outset and will in turn facilitate efficient and effective review. 

The responsibilities for review

9. For all audits, the responsibilities for review are as follows: 

The Head of Sector review

10. The Head of Sector is responsible for ensuring that a detailed review is performed. The detailed review is concerned with both the quality and the efficiency of the audit, and entails a review of: 

· the audit plan; 

· the results of audit procedures; 

· the draft audit report; and 

· the final audit report. 

11. Any matters arising from the review should be clearly documented together with the auditors response, a suggested template is at Annex A

12. The detailed review should confirm that: 

For the audit plan

· the priorities identified by the Director and the audit team have been incorporated in the plan; 

· the proposed approach is consistent with the Audit Manual and Auditing Standards and will meet the objectives of the audit in an effective and efficient manner; and 

· the attention of the Director is drawn to any matters that require resolution before the start of audit fieldwork or that require resolution by the Director during the audit. 

For the results of audit procedures

· the work has been performed in accordance with Office audit policies, the Audit Manual, the Auditing Standards and in accordance with the audit plan; 

· the planning assumptions remain appropriate, taking account of any significant events occurring after the approval of the audit plan that have caused approved amendments to be made; 

· the work performed is adequate in the light of results obtained and has been adequately documented, particularly in areas where professional judgement has been exercised; 

· that appropriate consultations with the Director have taken place and that the results of such consultations have been documented, and that all significant matters have been raised for further consideration with the Director; 

· the objectives of the audit procedures have been achieved; and 

· the conclusions are consistent with the work performed.  

For the proposed audit report

· the audit reports follow the structure mentioned in the reporting chapter; and

· the conclusions are recommendations in the audit reports are supported by working papers. 
Director’s overall review

13. The Director should consider the quality of the audit by performing an overall review of working papers. This review should be sufficient to ensure that the working papers contain sufficient appropriate evidence to support the conclusions reached and for the audit report to be issued. The Director cannot delegate the overall review to the Head of the Sector or any other member of the audit team. 

14. Any matters arising from the review should be clearly documented together with the auditors response, a suggested template is at Annex A.

15. Although the review need not cover all working papers, in performing the overall review the Director will consider the following: 

· that the audit risks identified in the audit plans have been addressed; 

· that the errors found do not breach materiality;

· any working papers prepared by the Head of Sector and any other areas which the Head of Sector considers important; and 

· the proposed draft and final audit report are well drafted and in line with the reporting chapter of the audit manual. 

16. The extent of the review of working papers is left to the Director’s judgment. In making such a judgment, the Director will consider, among other things, the complexity of the audit, previous experience of the client, and the experience of the audit staff and Head of Sector along with his own involvement in the audit.

· Provided that there is an effective Head of Sector’s review, the Director’s overall review will focus on the audit report and the audit completion documentation. In these circumstances, the Director needs only review the detailed audit working papers if alerted to examine matters brought to his or her attention by the completion or detailed review documentation. 

· The Director will as a minimum evidence the performance of his review by "signing-off" of the audit report. 

17. The Director should also ensure any that significant matters which have arisen are brought to the attention of the appropriate level of client management.
QUALITY CONTROL REVIEWS
 CARRIED OUT BY 
THE GENERAL DIRECTOR OF INTERNAL AUDIT (GDIA)
18. A quality control review is a post-certification review conducted by GDIA. The reviews should be carried out staff who are independent from the audit team who have carried out the audit work to ensure that there is no conflict of interest. The frequency of such reviews should be determined by the GDIA by taking into account the risk assessment of each audit. The risk assessment should include the following criteria: when the audit was last quality reviewed both by Internal Audit Units and external auditors, the Directors views and comments and the public/parliament/media risks. 

19. Each review determines whether:

· the audit work has been reviewed by the Head of the Sector and by the Director as described above;

· that the issues raised by either the Head of the Sector or by the Director have been followed up and resolved;

· the audit has been properly planned and identified risks have received adequate attention;

· the audit testing carried out is in line with the approved audit plan and the auditors have drawn proper conclusions from their audit testing;

· sufficient work has been performed to support the audit report’s conclusions and the recommendations; 

· the audit team, head of sector, the director had any conflict of interest issues arising with the clients which might breach the confidentially, the experience of staff used on the audit and their professionalism;

· the number of staff used to conduct the audit and whether the audit was carried out in the most efficient manner;

· the audit work has been carried out in accordance with the audit manual, international standards and best practice.

20. At the end of each assessment the review team will submit a report to the General Director who will then meet the Director of the Unit to discuss the findings. Once agreed the report should be submitted to the Audit Committee and summarised report should be submitted to the Minister of Finance.
21. GDIA should also in addition to the report consider whether there are other areas of improvement which have come from their review. For example training needs, audit manual changes, further guidance or legislative changes that might be required to improve the work of internal auditors.

Annex A 

Example of a review sheet
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GLOSSARY

Accounting applications

The procedures and records used to identify, record, process, summarize, and report a class of transactions. Common accounting applications are

(1) billings, 

(2) accounts receivable, 

(3) cash receipts,

(4) purchasing and receiving, 

(5) accounts payable,

(6) cash disbursements, 

(7) payroll, 

(8) inventory control, and 

(9) property and equipment.

Accounting system The methods and records established to identify, assemble, analyze, classify, record, and report an entity's transactions and to maintain accountability for the related assets and liabilities.

Analytical procedures The comparison of recorded account balances with expectations developed by the auditor, based on an analysis and understanding of the relationships between the recorded amounts and other data, to form a conclusion on the recorded amount. A basic premise underlying the application of analytical procedures is that plausible relationships among data may reasonably be expected to continue unless there are known conditions that would change the relationships.

Application controls Management’s control activities that are incorporated directly into individual computer applications to provide reasonable assurance of accurate and reliable procession. Application controls address:

(1) data input, 

(2) data processing, and 

(3) data output.

FISCAM categories of application controls that more closely tie into the FAM methodology are:

(1) authorization control, 

(2) completeness control,

(3) accuracy control, and 

(4) control over integrity of processing and data files.

Assertions Management's representations that are embodied in the account balance, transaction class, and disclosure components of the financial statements. The primary assertions are:

· Existence or occurrence

· Completeness

· Measurement/Valuation

· Regularity 

· Disclosure

Assessing control risk The process of evaluating the effectiveness of an entity's internal control in preventing or detecting misstatements in financial statement assertions.

Assurance, level of The complement of audit risk, which is an auditor judgment. This is not the same as confidence level, which relates to an individual sample.

Attributes sampling Statistical sampling that reaches a conclusion about the population in terms of a rate of occurrence.

Audit risk The overall risk that the auditor may unknowingly fail to appropriately modify his or her opinion on financial statements that are materially misstated. This is an auditor judgment.

Base data Data used to develop the expectation in an analytical procedure.

Combined precision A judgment of precision for all tests in the audit. Used at the end of the audit to evaluate the results of all tests.

Combined risk The auditor’s judgment of the combined inherent and control risk (high, moderate, or low); the risk that the financial statements contain material misstatements before audit.

Common data source In cost accounting, this includes all financial and nonfinancial data, such as environmental data, that are necessary for budgeting and financial reporting, as well as evaluation and decision information developed as a result of prior reporting and feedback.

Compliance control A process, effected by management and other personnel, designed to provide reasonable assurance that transactions are executed in accordance with

(1) laws governing the use of budget authority and other laws and regulations that could have a direct and material effect on the financial statements or required supplementary stewardship information and

(2) any other laws, regulations, and governmentwide policies .

Compliance tests Tests to obtain evidence on the entity's compliance with significant laws and regulations.

Confidence interval The projected misstatement or point estimate plus or minus precision at the desired confidence level.

Confidence level The probability associated with the precision; the probability that the true misstatement is within the confidence interval. This is not the same as level of assurance.

Contingency An existing condition, situation, or set of circumstances involving uncertainty as to possible gain or loss.

Control environment A component of internal control, in addition to risk assessment, monitoring, information and communication, and control activities. The control environment sets the tone of an organization, influencing the control consciousness of its people. It is the foundation for all other components of internal control, providing discipline and structure. The control environment represents the collective effect of various factors on establishing, enhancing, or mitigating the effectiveness of specific control activities. Such factors include:

(1) integrity and ethical values, 

(2) commitment to competence,

(3) management's philosophy and operating style,

(4) organizational structure, 

(5) assignment of authority and responsibility, 

(6) human resource policies and practices, 

(7) control methods over budget formulation and execution, 

(8) control methods over compliance with laws and regulations, and 

(9) oversight groups.

Control risk The risk that a material misstatement that could occur in an assertion will not be prevented or detected on a timely basis by the entity's internal controls (classified as high, moderate, or low). This is an auditor judgment.

Control activities (techniques) A component of internal control, in addition to the control environment, risk assessment, monitoring, and information and communication. The policies and procedures that help ensure that management directives are carried out.

Control tests. Tests of a specific control activity to assess its effectiveness in achieving control objectives.

Design materiality The portion of planning materiality that the auditor allocates to line items or accounts. This amount should be the same for all line items or accounts (except for certain offsetting balances). The auditor should set design materiality for the audit as one-third of planning materiality. 

Detection risk The risk that audit procedures will not detect a material misstatement that exists in the financial statements. The auditor determines the desired detection risk based on combined risk and audit risk. (In statistical terms, beta risk or type II risk.)

Errors Unintentional misstatements or omissions of amounts or disclosures in financial statements.

Expectation The auditor's estimate of an account balance in an analytical procedure.

Expected misstatement The LEK amount of misstatements the auditor expects in a population.

Financial reporting control A process, effected by management and other personnel, designed to provide reasonable assurance that transactions are properly recorded, processed, and summarized to permit the preparation of the financial statements and required supplementary stewardship information in accordance with GAAP, and that assets are safeguarded against loss from unauthorized acquisition, use, or disposition.

Financial statements 
The components of anl entity's annual financial statement , which are

· Balance Sheet

· Income and Expenditure account

· Notes

Fraud Although fraud is a broad legal concept, the auditor is interested in fraudulent acts that cause a material misstatement of financial statements. Fraud is distinguished from error because fraud is intentional whereas error is unintentional. Two relevant types of misstatements are those arising from fraudulent financial reporting and those arising from misappropriation of assets.

Fraudulent financial reporting Intentional misstatements or omissions of amounts or disclosures in financial statements to deceive financial statement users. This may involve acts such as manipulation, falsification, or alteration of accounting records or supporting documents; misrepresentation or intentional omission of events, transactions, or other significant information in the financial statements; or intentional misapplication of accounting principles relating to amounts, classification, manner of presentation, or disclosure. 

General controls Management’s policies and procedures that apply to an entity’s overall computer operations and that create the environment in which application controls and certain user controls (which are control activities) operate. They are classified in the FISCAM as 

(1) entitywide security management program,

(2) access control, 

(3) application software development and change control, 

(4) system software,

(5) segregation of duties, and 

(6) service continuity control.

Generally accepted accounting principles (GAAP)

The accounting principles that the entity should use. 

IS controls. Controls whose effectiveness depends on computer processing, including general, application, and user controls (described in section 295 F).

Inherent risk The susceptibility of an assertion to a material misstatement, assuming there are no related specific control activities. This is an auditor judgment.

Interdepartmental amounts Activity and balances between two different departments. (See department.) The intradepartmental and interdepartmental amounts are subsets of intragovernmental activity and balances.

Internal control A process, effected by an entity's management and other personnel, to provide reasonable assurance that the entity's specific objectives are achieved. Following are the types of internal controls:

· Financial reporting (including safeguarding and budget)

· compliance (including budget)

· operations

Known misstatement The amount of misstatement found by the auditor
.

Likely misstatement The auditor's best estimate of the amount of the misstatement in the tested population (including known misstatement). For sampling applications, this amount is the projected misstatement.

Tolerable limit Used in performing substantive analytical procedures, the limit is the amount of difference between the expectation and the recorded amount that the auditor will accept without investigation. Therefore, the auditor should investigate amounts that exceed the limit during analytical procedures.

Materiality The magnitude of an item's omission or misstatement in a financial statement that, in the light of surrounding circumstances, makes it probable that the judgment of a reasonable person relying on the information would have been changed or influenced by the inclusion or correction of the item . See planning materiality, design materiality, and test materiality.

Misappropriation of assets Theft of an entity's assets causing the financial statements not to be presented in conformity with GAAP.

Monitoring A component of internal control in addition to the control environment, risk assessment, information and communication, and control activities. The process by which management assesses internal control performance over time. It may include ongoing activities, separate evaluations, or a combination of both.

Operations controls Management's policies and procedures to carry out organizational objectives, such as planning, productivity, programmatic, quality, economy, efficiency, and effectiveness objectives.

Output Any product or service generated from the consumption of resources. This can include information generated by the completion of a task or activity.

Overall analytical procedures Analytical procedures performed as an overall financial statement review during the audit reporting phase.

Planning materiality The auditor's judgment of the total amount of misstatements that would be material in relation to the financial statements to be audited; used for planning the audit scope. The auditor determines an appropriate base (usually the greater of assets, liabilities, revenues, or expenses); then the auditor multiplies by a percent, usually 3 percent.

Population The items comprising a financial statement line item, account balance, or class of transactions from which selections are made for audit testing.

Precision A statistical estimate of the likely error in the population not tested.

Preliminary analytical procedures Analytical procedures performed during the audit planning phase.

Probable The chance of the future confirming event(s) occurring is likely, for pending or threatened litigation and unasserted claims. (For other contingencies, the future event or events are more likely than not to occur.)

Projected misstatement An estimate of the misstatement in a population, based on the misstatements found in the examined sample items; represents misstatements that are probable. The projected misstatement includes the known misstatement.

Random sample A sample selected so that every combination of the same number of items in the population has an equal chance of selection. A random sample should be selected by using computer software or a random number table. A systematic sample with a random start, although not technically meeting the definition, may generally be evaluated as if it were a random sample.

Recorded amount The financial statement amount being tested by the auditor in the specific application of substantive tests.

Related parties Affiliates, management of the entity, their immediate families, and other parties the entity deals with if one party controls or can significantly influence the management or operating policies of the other to an extent that one of the parties might be prevented from fully pursuing its own separate interests.

Risk - See audit risk, inherent risk, control risk, detection risk.

Risk assessment A component of internal control in addition to the control environment, monitoring, information and communication, and control activities. The entity's identification and analysis of relevant risks to achievement of its objectives, forming a basis for determining how the risks should be managed.

Safeguarding controls Internal controls to protect assets from loss from unauthorized acquisition, use, or disposition arising from misstatements in processing transactions and handling the related assets. Safeguarding controls are considered part of financial reporting controls. Some safeguarding controls are operations controls.

Sample Items selected from a population to reach a conclusion about the population as a whole. (Compare with non-sampling selection.)

Sampling The application of audit procedures to fewer than all items composing a population to reach a conclusion about the entire population. The auditor selects sample items in such a way that the sample and its results are expected to be representative of the population. Each item must have an opportunity to be selected, and the results of the procedures performed must be projected to the entire population.

Sampling interval The amount between two consecutive sample items, used in selecting the items in systematic sampling. In dollar-unit sampling, this amount may be determined by dividing the test materiality by a statistical risk factor.

Sampling risk The risk that the auditor's conclusion based on a sample might differ from the conclusion that would be reached by applying the test in the same way to the entire population.

Statistical sampling Sampling that uses the laws of probability for selecting and evaluating a sample from a population for the purpose of reaching a conclusion about the population.

Stratification Separation of a population into what the auditor believes are relatively homogeneous groups, each of which is referred to as a stratum, usually to improve sampling efficiency in a classical variables estimation sample.

Stratified sample A classical variables estimation sample where the auditor first stratifies the population then selects a random sample from each stratum.

Substantive analytical procedures Analytical procedures used as substantive tests.

Substantive assurance The auditor’s judgment that the assurance provided by all substantive tests of an assertion will detect misstatements that exceed materiality. Not the same as confidence level.

Substantive tests Specific tests to detect material misstatements in an assertion relating to the account balance, transaction class, and disclosure components of financial statements.

Suitable criteria In agreed upon procedures engagements, suitable standards that have the attributes of objectivity, measurability, completeness, and relevance.

Supplemental analytical procedures Analytical procedures to increase the auditor's understanding of account balances and transactions when detail tests are used as the sole source of substantive assurance.

Systematic sampling A method of selecting a sample in which every nth item is selected. See random sample.

Test materiality (tolerable misstatement) The maximum misstatement that the auditor can tolerate in a population. This materiality is used in determining the extent of a specific substantive test. (In statistical terms, margin or bound of error.) Test materiality is design materiality, reduced when: 

· the audit is being performed at some, but not all, entity locations (requiring increased audit assurance for those locations visited);

· the area tested is deemed to be sensitive to the users of the financial statements; or

· the auditor expects to find a significant amount of misstatements

Tolerable misstatement See test materiality.

Tolerable rate In attribute sampling for control testing, the maximum rate of deviation from a prescribed control that the auditor would be willing to accept without altering the assessment of the effectiveness of the control. For tests of compliance with laws and regulations, the tolerable rate is the maximum rate of noncompliance that the auditor would accept in the population without reporting the noncompliance. (In statistical terms, margin or bound of error.)

High Value items An item in a sample that equals or exceeds the amount of the sampling interval l. These items are tested 100 percent.

User controls Manual comparisons of computer output (generally totals) to source documents or other input (including control totals).

Walkthrough tests Audit procedures to help the auditor understand the actual operation of significant aspects of accounting system processing and control techniques. Walkthroughs of financial reporting controls consist of tracing one or more transactions from initiation, through all processing, to inclusion in the general ledger; observing the processing and applicable controls in operation; making inquiries of personnel applying the controls; and examining related documents.
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Phase place conclusions on working paper 1.0.1.1.
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